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1. Introduction

The primary goal of this document is to establish a plan for the activities that will verify Iti-rearchitect as a high quality product that meets the needs of the Iti-rearchitect business community.  These activities will focus upon identifying the following:

· Items to be tested

· Testing approach

· Roles and responsibilities

· Release criteria

· Hardware

1.1 Background

The Iti-rearchitect project is a re-engineering project of the Influence Technologies Web

Application.

The objective is to perform application reengineering and add enhancements to the

existing application in order to meet additional functionality needs, achieve scalability and

performance requirements, and allow for interfacing and interacting with external systems.

This reengineering covers technology migration and improving the solution design by

using the software development best practices.

Influence is creating e-commerce service solutions which allow for a range of hosting,

accessibility, and administration capabilities. The concept is cross-vertical and applies to

any consumer product market.

1.2 References 

List all reference material you used in creating this plan.

1.3 Code Freeze Date

1.4 Change Control

After baseline, all changes must be approved and documented by the change control board.  If it is agreed that the change is necessary, the impact to development and testing must be agreed upon by the Project manger, Analyst, System architect and Team leader.  This may (or may not) affect the planned completion date of the project.

2. Items to Be Tested

2.1 Strategy of Testing

Below is a list of services that testing may provide.  Next to each service is the degree of testing that we will perform.  Below are the valid level desired:

High – High risk area, test this area very hard 
Medium – Standard testing

Low – Low risk area, test if time allows

None – No testing desired
	Level Desired
	Service

	None
	Performance Testing:
Performance testing is testing to ensure that the application responds in the time limit set by the user.  If this is needed, the client must supply the benchmarks to measure by and we must have a hardware environment that mirrors production.

	Medium
	Windows / Internet GUI Standards:
This testing is used to ensure that the application has a standardized look and feel.  It may be as simple as ensuring that accelerator keys work properly and font type and size are consistent or it could be as exhaustive as ensuring that the application could be assigned a Windows logo if submitted for one (there are strict guidelines for this).  Note: If this level of testing is needed, the client must provide their standards as to allow us to compare to that standard.  There is a good book that explains Microsoft standards: The Interface Guidelines for Software Design by Microsoft Press.

	Medium
	Platform Testing:
Platform testing is used to warrant that the application will run on multiple platforms (IE 4.0, IE 5.0, Netscape, Firefox 1.0)


	None
	Localization: 
This involves ensuring that dates will work in English UK and Russian date formats.

	None
	Stress Testing:
Stress testing is testing to ensure that the application will respond appropriately with many users and activities happening simultaneously.  If this is needed, the number of users must be agreed upon beforehand and the hardware environment for system test must mirror production.

	High
	Conversion:
Conversion testing is used to test any data that must be converted to ensure the application will work properly.  This could be conversion from a legacy system or changes needed for the new schema.

	None
	Parallel Testing:

Parallel testing is used to test the functionality of the updated system with the functionality of the existing system. This is sometimes used to ensure that the changes did not corrupt existing functionality.

	Medium
	Regression of unchanged functionality:

If regression must occur for functional areas that are not being changed, specify the functional areas to regress and the level of regression needed (positive only or positive and negative testing).

Level of regression: positive and negative testing.

	None
	Automated Testing:

Automated testing can be used to automate regression and functional testing.  This can be very helpful if the system is stable and not changed often. If the application is a new development project, automated testing generally does not pay big dividends.

	None
	Installation Testing: 
Installation testing is testing the setup routine to ensure that the product can be installed fresh, over an existing copy, and with other products. This will test different versions of OCX’s and DLL’s.  

	High
	End to End / Interface Testing:
End to End testing is testing all inputs (super-systems) and outputs (sub-systems) along with the application.  A controlled set of transactions is used and the test data is published prior to the test along with the expected results. This testing ensures that the application will interact properly with the other systems.

	Low
	Usability:
Usability is testing to ensure that the application is easy to work with, limits keystrokes, and is easy to understand.  The best way to perform this testing is to bring in experienced, medium and novice users and solicit their input on the usability of the application. 

	None
	User’s Guide / Training Guides:
This testing is done to ensure that the user, help and training guides are accurate and easy to use.

	Medium
	Guerilla Testing:
Guerilla testing is done to use the system with unstructured scenarios to ensure that it responds appropriately.  To accomplish this, you may ask someone to perform a function without telling them the steps for doing it. 

	High
	Security Testing:
Security testing is performed to guarantee that only users with the appropriate authority are able to use the applicable features of the system.

	None
	Network Testing:
Network testing is done to determine what happens when different network latency is applied when using the application.  It can uncover possible problems with slow network links, etc. 

	None
	Hardware Testing:
Hardware testing involves testing with a bad disk drive, faulty network cards, etc.  If this type of testing is desired, be very specific about what is in scope for this testing.

	None 
	Duplicate instances of application:
This testing is done to determine if bringing up multiple copies of the same application will cause blocking or other problems.

	None
	Year 2000:
This testing is performed to ensure that the application will work in the year 2000 and beyond.

	None
	Temporal Testing:
Temporal testing is done to guarantee that date-centric problems do not occur with the application.  For example, if many bills are created quarterly, you may want to set the server date to a quarter-end to test this date-centric event.

	None
	Disaster Recovery (Backup / Restore):

This testing is done to aid production support in ensuring that adequate procedures are in place for restoring upon a disaster.

	Low
	Input and Boundardy Tests:

Testing designed to guarantee that the system would only allow valid input. This includes testing to ensure that the maximum number of characters for a field may not be exceeded, boundary conditions such as valid ranges and “off-by-one”, “null”, “max”, “min”, tab order from field to field on the screen, etc.

	None
	Out of Memory Tests:

Testing designed to ensure that the application would run in the amount of memory specified in the technical documentation.  This testing will also detect memory leaks associated with starting and stopping the application many times.


2.2 Features to be Tested

Below is a list of features that will be tested.  Note: If features are being dropped into production at different times, add a couple of columns to this grid that identifies what features will be in each drop.   The items below map back to the Functional Specifications.

Description of columns: 
Business Requirements – Area name of system features.
Ref. No. – References to the requirements. 
Requirements – Requirements for system features. 
Range – Defines critically of system features area. It is necessary to pay attention to them at creation test-cases.The range can be high, medium and low. High – high risk area, test this area very hard. Medium – standard testing. Low – low risk area, these features not so are important. 

	Business Requirements
	Ref. No.
	Requirements
	Range

	Marketplace functionality, 
Private networks functionality, Payments functionality,  Content management

	RF.001


	The Application must provide marketplaces and private networks to handle ecommerce sales.
1. Marketplace Information

1.1 There are three types of Marketplaces

· Member Marketplaces 

· All purchasers must be members, vetted and granted access by the Marketplace Administrator

· Suppliers can create an Access Profile per catalog. Only members whose profiles match the catalog access profile can view that catalog

· Suppliers can create a Pricing profile per catalog. Only members whose profiles match the catalog pricing profile will receive the profile price

· Non-profile pricing is set by the supplier as a percatalog, per marketplace percentage markup of the wholesale price of the item

1.1.1. Private Marketplaces

· Initial Access to the marketplace is controlled through some mechanism external to the system

· Purchasers do not need to be members or known on the system before they try to purchase goods

· There is no profile pricing

· Pricing is set by the supplier on a per-catalog, permarketplace basis, and is a percentage markup of the wholesale price of the item

1.1.2. Consumer Marketplaces

· There is no access control to the marketplace, anyone can shop there

· There is no profile pricing

· Pricing is set by the supplier on a per-catalog, permarketplace basis, and is a percentage markup of the MSRP of the item 

2.1 The marketplace administrator can allow interested suppliers to join the marketplace on a per-supplier basis

3.1 The Marketplace Administrator can define the look and feel of the marketplace

2. Private Network Information 
1.1 Private networks have a single supplier, multiple buyers

2.1 The Supplier can set up multiple catalogs

3.1 The supplier can define the look/feel of the private network

4.1 The supplier handles access to his catalogs 

5.1 The System will provide the 3 components of a private network

1.1.1. Promo Shop

1.1.2. Dealer Direct

1.1.3. Consumer Direct

6.1 The system will provide a login page for the Promo Shop and the Dealer Direct. The Consumer direct has no login page. The login pages for both the Promo Shop and Dealer Direct will have a link to allow a Supplier to access Tradeplace Manager

	High


	Registration and authorization
	RF.002


	The purchaser’s status must be validated/verified 

1. All purchasers must register with the system when placing an order if they have not already registered. 

2. Initial access to the system depends on the e-market being accessed 

1.1 Marketplaces

1.1.1. Member Marketplaces 

· All purchasers are members and must have the proper credentials to login to the marketplace 

1.1.2. Private Marketplace

· Initial access is controlled external to the system, but all purchasers must register, or login if they have already registered before adding items to their backpack

1.1.3. Consumer Marketplace 

· There is no initial access control. All purchasers must register, or login if they have already registered before adding items to their backpack

2.1 Private Network

1.1.1. Member Buyer

· All Members have had an account created for them by the supplier. They are granted a username and password by the supplier, and to access a catalog, they must also use a Member Key. This Member key determines pricing, and whether or not the Member Buyer is a dealer 

1.1.2. UnRegistered Account/Buyer

· Unregistered buyers are granted a generic username and password to a catalog. The account they use to access the catalog determines pricing, whether or not the buyer is a Dealer, and whether or not it is a onetime-use account. Purchasers using the unregistered accounts must register, entering their billing and shipping address and an email address before adding items to their backpack. (or login, if they have already created an account

1.1.3. Consumer

· Consumers do not require a username and password to access the catalog. This is called the Consumer Direct. They are given the MSRP of the item. Consumers must also register, entering an email address and shipping and billing information before adding items to their backpack


	High


	Payments functionality
	RF.003
	The Application must provide payment processing

1. The Supplier must select whether he wants his merchant account to be used, or whether he wants to be paid periodically by check for all orders placed against his catalog. 
	High


	
	RF.005
	The Application must provide e-market administration


	High


	Accounts management, 
Export functionality, 
Content management, 
Marketplace functionality, 
Private networks functionality


	RF.005a
	ITI Application Administration

1. A potential marketplace administrator can register for a market place account on influence-tech.com. The registration form will include a list of categories that the user can select from. 
2. An ITI Administrator can approve/disapprove a Market place application

3. Marketplaces will be created by an ITI Administrator

1.1 The ITI Administrator will create the marketplace Administrator account
2.1 The ITI Administrator will set the marketplace’s domain name, if any
4. Marketplaces may optionally have their own domain name. If they do not, the URL that points to them will be under the Influence-tech.com domain (probably in an apparent subdirectory). Domain name registration and handling are outside of the scope of this project.

5. The ITI Administrator can view and modify all of the information in the Marketplaces and Private Networks

6. The ITI Administrator can perform all of the functions of all other user/account types

7. The ITI Administrator can change the Marketplace that “owns” a supplier, including setting the owner of the supplier to ITI

8. The ITI Administrator can run reports against the system. 

9. The ITI Administrator can configure the financial information for a marketplace or private network. This includes the percentage that ITI makes off of every deal within a private network , and the percentage the marketplace host makes, the percentage ITI makes from every marketplace, and the merchant account information

10. The ITI Administrator can act as a Member Buyer Administrator in the system

11. The ITI Administrator can change the Member Buyer Administrator for a Member Account

1.1 This must be done in such a way as to preserve all database integrity and historic information so that the new Member Buyer Administrator account functions exactly as the old one with all of the attached history

12. The ITI Administrator controls the master list of categories and subcategories (also known as product types) on the system


	High


	Accounts management, 
Catalog functionality, 
Marketplace functionality, 
Export functionality, Payments functionality


	RF.005b
	Marketplace Administration

1. The application must allow the Marketplace Administrator to set the look and feel of the marketplace

1.1 Header font family

2.1 Header font size

3.1 Header font color

4.1 Detail font family

5.1 Detail font size

6.1 Primary font color

7.1 Secondary font color

8.1 Background color

9.1 Background image

10.1 Header image

2. The application must allow the MA to manage the templates for emails that are generated by the system that come from the marketplace

1.1 Order Receipt Template

2.1 Order Shipment Confirmation Template

3.1 Order Cancelled Template

4.1 Payment Hold Template

5.1 Order Receipt Template

3. The system will supply an email test capability that sends the email to the MA for formatting validation

4. The application must allow the MA to view all orders placed within the marketplace

5. The application must allow the MA to define lists for the front page of their marketplace, including

1.1 Featured Products

2.1 Scroller

3.1 New Brands

4.1 Testimonials

5.1 Advertising Graphic

6.1 Newsletter Link

7.1 Coming soon brands

8.1 Link to us

9.1 Catalog and Product Count Display

10.1 Press Releases

6. The application must allow the MA to manage accounts including creating/defining/disabling access accounts for the marketplace (suppliers, member buyer administrators, member buyers, and buyers)

7. The application must allow the MA to authorize suppliers who have applied to the marketplace to sell products on their marketplace

8. The system must allow the MA to run reports against the data in the marketplace. 

9. The system must allow the MA to administer all information for suppliers that the MA “owns”

10. The application must allow the MA to view (read only) information on suppliers that they do not own as follows:

1.1 Basic contact information

2.1 List of categories that the supplier has indicated that he sells goods under

3.1 All order for this supplier’s catalogs made from this marketplace

11. The application must allow the MA to set purchaser limits on a per product-type (subcategory) level for the marketplace

1.1 These limits are per purchaser, per calendar year

12. The application must allow the MA to select product categories from the list created by the ITI Administrator to display on the marketplace. These categories are merely used to help explain/define the focus of the marketplace

13. The application must allow a user to search for products by category and subcategory on a marketplace. The category and subcategory lists are compiled from the products available through the marketplace

14. The application must allow the ITI Administrator or MA (depending on who “owns” the supplier) to set the commission that the MA gets from sales against a supplier’s catalogs through that marketplace on a persupplier, per-catalog basis

15. For the marketplaces to which their catalogs are being offered, the application must allow a supplier to set a default markup price for the marketplace. For member and private marketplaces, this is a percentage markup of the wholesale price of an item. For a Consumer marketplace, this is a percentage markup of the MSRP of an item

16. For each catalog that belongs to a Member marketplace, the application must allow the supplier to define an access profile. Only members who match the profile will be shown the catalog on the member marketplace

17. For each catalog that belongs to a Member marketplace, the application must allow the supplier to define a pricing profile. Members who match the profile will be given the profile price instead of the default price.

18. The application must allow suppliers to see all of the available marketplaces and apply to offer their catalogs on those marketplaces

19. For Member Marketplaces on which they offer catalogs, the application must allow the supplier to search for specific member accounts (at the organizational level, not the individual Member Buyer level) and add selected members to an access list which will allow those members to access the supplier’s catalogs regardless of profile matching


	High


	Accounts management, 
Sales orders functionality,  
Private networks functionality, 
Export functionality


	RF.005c
	Private Network Administration

1. The application must allow a potential supplier to register for a supplier account either on a marketplace or directly with ITI on the influencetech.com site

2. The application must allow an ITI Administrator or Marketplace Administrator to approve a pending supplier account

3. The application must allow an ITI Administrator or MA to create a supplier on the system

4. The application must allow the ITI Administrator to set, on a per-catalog and per-user basis, what commission ITI makes off of sales against that catalog in the Private Network

5. The application must allow the Supplier to manage the templates for emails that are generated by the system that come through the private network

1.1 Order Receipt Template

2.1 Order Shipment Confirmation Template

3.1 Order Cancelled Template

4.1 Payment Hold Template

6. The application must supply an email test capability that sends the email to the supplier for formatting validation and verification

7. The application must allow the supplier to create and maintain catalogs within his private network

8. The application must allow the Supplier to define a look and feel for his private network that will be used only when his catalogs are accessed through his private network

1.1 Header font family

2.1 Header font size

3.1 Header font color

4.1 Detail font family

5.1 Detail font size

6.1 Primary font color

7.1 Secondary font color

8.1 Background color

9.1 Background image

10.1 Header image

9. The application must allow the Supplier to upload a login page image for his private network

10. The application must allow the Supplier to upload two PDF’s and matching descriptions for his private network, one to be linked to on the login page, the other to be linked to on the catalog page

11. The application must allow the Supplier to create access accounts for his catalogs through his private networks with different pricing points

1.1 The application must allow the Supplier to create these accounts with Dealer, one-time-Use, and No-Charge attributes

2.1 Notes on the dealer account

1.1.1. If an account has the dealer attribute on, the following actions occur

· Per catalog and category limits are ignored, only the limits on the account matter

· The Dealer is shown a full-SKU order form to add items to their backpack. They can enter the quantity they wish for each SKU

· The account shipping address, rather than the users’ personal address, is defaulted on the checkout screens

· The following fields are added to the checkout screens

1. Business/Shop Name

2. Requested Ship Date

3. Requested Cancel Date

4. PO Number

5. Dealer ID

12. The application must provide the supplier with three different URLs into each catalog, one for Consumer access (no security credentials are required for access), one for Unregistered account access (unregistered username and password are required for access), and one for Member access (Member username, password, and member key are required for access). For each URL, the Supplier must be allowed to enter a text label. If the label is entered for the Member or Unregistered access, then the system will automatically display a link, using that text label for the login of that type of access, on the login page for the other type of access. This allows the user to switch to a different access type.

13. The application must allow the Supplier to create Member accounts and member buyers under that account. (these members are only relative to the private network). These member buyers are granted access to the catalogs using a member key account

14. The application must allow the Supplier to setup their tax information. This will be used by the system to determine the final price of an order

15. The application must allow the Supplier to view and process orders against their catalogs

16. The application must allow the Supplier to view sales reporting information

17. The application must allow the Supplier to search for particular orders

18. The application must allow the Supplier to set a list of domain names which constrain the domains of browsers that are allowed to access his catalogs (the default is all domains)

19. The application must allow the Supplier to define a format in which the supplier can download their orders from the system

20. The application must allow the Supplier to download their orders from the system in the given format

21. The application must track which orders have been downloaded, and allow the supplier to download only orders that have not yet been downloaded

1.1 The supplier must be able to reset this flag on a per-order basis so he can download orders again

22. The application must allow the Supplier to view member accounts and request that the system send login and password information to the member buyer


	High


	Accounts management, 
Catalog functionality, 
Export functionality, 
Registration and authorization
	RF.006
	The Application must provide catalog(s) administration

1. The application must allow the Supplier to create and edit all elements of a catalog manually

2. The application must allow the Supplier to upload a file that contains the product data and the system will add the product data to the catalog

3. The application must allow the supplier to set and change pricing on all of the items in the catalog

1.1 Pricing can be set on a model level or an item (SKU) level. The latter is called “Multiple SKU Pricing”

4. The application must allow the Supplier to activate and deactivate a catalog

5. The application must allow the Supplier to set and change item availability either manually or through upload of a spreadsheet

6. The application must allow the Supplier to upload pictures of the items in the catalog manually or in conjunction with the product upload feature

7. The application must allow the Supplier to set limits on a per catalog, and per category level

1.1 These limits are per user, per calendar year

8. The application must allow the Supplier to assign items in the catalog to categories and subcategories (also known as product types)

1.1 The supplier can assign an item to more than one category and subcategory

9. The application must allow the Supplier to export a catalog to a csv file that can be read by Microsoft Excel

1.1 The format is the same as the product upload format

10. The application must allow the Supplier to apply to a marketplace to offer his catalog through the marketplace. This must be approved by the marketplace administrator

11. The application must allow the Supplier to set a default markup price on a permarketplace basis for his catalog. This markup is a percentage on wholesale for Member and Private marketplaces, and a percentage on MSRP for consumer marketplaces. This percentage can be a negative number

12. The application must allow the Supplier to define an access profile for his catalog that will persist for all of the Member marketplaces to which he belongs

13. The application must allow the supplier to define a pricing profile for his catalog that will persist for all of the member marketplaces to which he belongs

14. The application must grant three URL’s for each catalog to the supplier for access to the catalog through the supplier’s private network

1.1 The first URL allows access without requiring a username and password. This is for consumer access

2.1 The Second URL requires an unregistered username and password. This URL the supplier publishes for his unregistered accounts

3.1 The Third URL requires a Member username and Password, and a member key. This URL the supplier publishes for his members

4.1 The Supplier can post these URLs wherever he wishes on his sites outside of the application

15. The application must allow the Supplier to create accounts to allow access to his catalogs at specific pricing levels

1.1 Member Keys

1.1.1. These are used by the suppliers’ member buyers. They are specific to a catalog and may have the dealer and no-charge attributes set. They also hold pricing and limit information

2.1 Unregistered accounts

1.1.1. These are used by whomever the supplier publishes the information to. They may have the dealer, no-charge and oneuse attributes set. They also hold pricing and limit information

16. The application must allow the Supplier to set freight and shipping options on a catalog

17. The application must allow the Supplier to upload 2 graphics for a catalog. One is used on the login page, the other is used on the catalog pages

18. The application must allow the Supplier to download a .csv file that will list the direct URLs (links) to all of the products in his catalog

19. The application must allow the supplier to set either text or html headers for his catalog that will appear on marketplaces and private networks. These are separate for the private networks, and a different set can exist for each marketplace that the catalog belongs to

20. The application will allow a supplier to set an email address to which he will receive the order notifications of orders placed against a catalog. This is set on a per-catalog basis.


	High


	Sales orders functionality, 
Payments functionality


	RF.007
	The Application must provide sales administration

1. The application must hold a backpack per user per catalog (a backpack is commonly called a shopping cart but is called a backpack within this application). The backpack will be opened from session to session until the buyer places his order

2. The application must allow for sales order acceptance. When a purchaser places the order for the items in his backpack, the order must be generated and the supplier notified by email. The supplier may also be sent an XML PO according to the supplier’s preference.

3. The application must allow for the Supplier to process the order. The supplier must login to the system and process all sales orders

4. The application must supply shipment confirmation. After the supplier marks the order as complete in the application, the application must perform the payment processing and will send the confirmation email with the final purchase price to the buyer.

5. The application must allow for sales order tracking. The supplier can see sales order data, including order status. Orders must be able to be tracked by buyer, status, date range, and member account (if applicable)

6. The application must allow the supplier to download sales orders in a format provided by the supplier. The application tracks which orders have already been downloaded.

7. The application must allow for limits to be set in the system as outlined in other requirements

8. The application must allow for closed orders to be voided the same day they were processed

9. The application must allow credits to be applied to closed orders up to the order total amount

10. The application must allow debits to be applied to closed orders greater than $0

11. The application must prompt the supplier to mark items processed as unavailable on an order and as unavailable/discontinued in the catalog


	High


	
	RF.008
	The Application must provide intelligent system login, depending on username


	High


	Registration and authorization, 
Marketplace functionality


	RF.008a
	Marketplaces

1. Marketplaces will have their own URL, and optionally, their own domain name

2. Marketplace Administrators must be able to access Marketplace Manager from their marketplace home page once they have logged in to the marketplace


	High


	Registration and authorization, 
Private networks functionality


	RF.008b
	Private Networks

1. Every catalog will have three URLs that can be used to access that catalog

2. The URL and access information used to access a given catalog will determine the pricing for the catalog

3. If the account used to access the catalog has the dealer attribute set, the purchaser will see a different user interface, allowing the dealer to see every product item for each product model. The dealer can enter the quantity he wishes to order for each items

4. With the above exceptions, all users see the same thing

5. The system must allow suppliers to access TradePlace Manager through their catalog login page


	High


	Registration and authorization, 
Content management


	RF.008c
	ITI Administration

1. The application must allow ITI Administrators, Marketplace Administrators, and suppliers to access their respective administrative areas via the influence-tech.com site

1.1 http://ww.influence-tech.com/administration


	High


	Export functionality
	RF.009
	The Application must provide file format exporting

1. PDF and .CSV must be recognized formats 

2. All reports shown in the website must be able to be exported to a file 

	High


	Accounts management

Catalog functionality


	RF.010
	The Application must provide file upload and processing capabilities for catalogs, products, product availability, and member buyers

1. The application must allow a supplier to upload products for his catalogs through an Excel spreadsheet. The Excel file may contain links to images that are uploaded in a zip file

1.1 The application must allow a supplier to update or replace all products within a catalog via this upload method

2. The application must be able to import a document that describes the supplier’s inventory availability, and shall automatically update it’s internal structures to match

3. The application must be able to import a document that creates member accounts and adds member buyer administrators for each member account

4. The application must be able to import a document that will create a member account and add member buyers for that account, and defines the member buyer administrator for the member buyers

5. The application must search for potential duplicates in all upload processing and will provide graceful handling of matches, with options for the user on how to proceed


	High


	Marketplace functionality


	RF.011
	The Application must allow for any marketplace to be configured by the MA to execute in “demo” mode.

1. The system will allow any non-logged in user to view the marketplace but not add any products to a backpack, nor view any discounted pricing. Once the user logs in, the user can perform whatever actions their credentials allow

2. An example of this can be seen by accessing the Broform.com marketplace. The marketplace is executing in demo mode until the user logs in.


	Medium

	Marketplace functionality, 
Private networks functionality


	RF.012
	The Application must allow for the content of any product list or search result to have a paging capability if the content does not fit on a single page.


	Low

	Export functionality


	RF.013
	The Application must provide a print option for every report display on the system


	Medium

	Content management


	RF.014
	The Application must allow for the creation of new e-markets without significant effort or modifications required, and without requiring any writing of additional code

1. The system must allow for an ITI Administrator to create a marketplace or private network, then allow for the MA or Supplier respectively to configure their Marketplace or Private network


	High


	Marketplace functionality, 
Private networks functionality, 
Payments functionality


	RF.015
	The Application must provide for Features management within the marketplaces and private networks
1. Marketplaces

1.1 The application must allow an MA to enable/disable features from a list of available features to add to his marketplace. Some of these features will cost the marketplace more money to activate. These must be clearly noted in the UI. The marketplace will be billed periodically by ITI for the features enabled external to the system. The system will track feature usage over time to provide a billing report on a periodic basis

2. Private Networks

The application must allow a Supplier to enable or disable features and capabilities within his private network. Some of these features will cost the Supplier more money to activate. These must be clearly noted in the UI. The Supplier will be billed periodically by ITI for the features enabled external to the system. The system will track feature usage over time to provide a billing report on a periodic basis


	High


	Catalog functionality, 
Content management


	RF.016
	The Application must allow for a product to belong to multiple subcategories and categories. The Application must allow the ITI Administrator to create the master list of categories and subcategories, and define which subcategories belong to which categories

1. The application will allow each product to be assigned to multiple categories and subcategories at the product model level (not the SKU or item level)

2. Subcategories are also called “product-types”

3. The categories and subcategories represented by the products on the marketplace are determined by the active catalogs listed

4. The category/subcategory search lists are determined by the catalogs and products available on the marketplace

	High


	
	RF.017
	The Application must provide user profile(role) administration


	High


	Accounts management


	RF.017a
	Overall
1. The application must allow the ITI Administrator to administer all users on the system

2. The application must allow the ITI Administrator to search, sort, and list the profiles and accounts on the system, modify those accounts, add new accounts, activate and deactivate accounts

3. The application must allow for accounts to be re-qualified on the system


	High


	Accounts management, 
Marketplace functionality


	RF.017b
	Marketplaces

1. For Member marketplaces, the MA controls access information and user profiles as follows

1.1 All purchasers must be registered, have a profile, and activated by the MA

2.1 The MA can create a Member Buyer Administrator for each Member Account. This Member Buyer Administrator can then add Member Buyers, and control their profiles

The MA can set an option to allow Member Buyer Accounts created by a Member Buyer Administrator to be automatically approved, or must be approved by the MA

2. All Suppliers must be granted access by the marketplace administrator to sell on that marketplace.

3. An MA can create a supplier account if the supplier does not already exist on the system

4. A Supplier can search for member accounts (not individual member buyers) on the member marketplaces to which he belongs and select particular member accounts to grant access to his catalogs regardless of profile matching

5. For each member marketplace, and each catalog within the member marketplace, the supplier can create an access profile which Member buyers must match in order to access the catalog

6. For each member marketplace and each catalog within the member marketplace, the supplier can create a pricing profile. If member buyers ‘profiles match, they will be granted the profile price instead of the default price.


	High


	Accounts management, 
Private networks functionality


	RF.017c
	Private Networks

The supplier must be able to control the buyers in his Private Networks as follows :

1.1 The supplier can create member buyers for his private network. These member buyers must have a Member key in order to access a catalog within the private network

2.1 The supplier can create unregistered accounts to access his private network

3.1 The supplier can create member keys to allow his member buyers to access his catalogs


	High


	Accounts management, 
Catalog functionality, 
Accounts management, 
Sales orders functionality, 
Export functionality, 
Marketplace functionality, 
Private networks functionality


	RF.018
	The Application, where applicable, must allow for additional manipulation of the displayed information, including sorting and filtering.


	High


	Private networks functionality, 
Content management, Event engine


	RF.019
	The Application must allow for Sellers to change certain static textual information on their private networks (descriptions, help, link descriptions, etc)


	High


	Export functionality


	RF.020
	The Application must provide the ability to create durable reports in the form of csv files for the reports listed in the external file “report_list.doc ”


	High


	Content management


	RF.021
	The Application must include a tool that will assist the users in building catalog images This tool will allow for the en mass manipulation of image files for quick production of thumbnails, enlargements, and other sizing requirements.


	High


	Registration and authorization
	RF.022
	The Application must support the self-registration (or application) of the following types of users/accounts: Suppliers, Marketplace Administrators, Member Buyer Administrators, and Member Buyers

1. The system must require an administrator to approve all account requests. Once the request is approved, the user may then configure the account

2. Suppliers and MAs can register through the influence-tech.com website

3. Suppliers can also register directly through a marketplace

4. Member Buyer Administrators can register through a member marketplace

5. Member Buyers can register through a member marketplace for which their Member Account and Member Buyer Administrator already exists


	High


	Accounts management


	RF.023
	The Application must allow Member Buyer Administrators to administer individual member buyer accounts that are grouped together

1. The application must allow the Member Buyer Administrator to create Member Buyer accounts under the Member Account

2. The application must allow the Member Buyer administrator to create groups, and assign member buyers to these groups

3. The application must allow the Member Buyer Administrator to send email to all of his Member Buyers or to just a particular group of his member buyers


	High


	Accounts management, 
Catalog functionality, 
Sales orders functionality, 
Marketplace functionality, 
Private networks functionality, 
Payments functionality, 
Content management


	RF.024
	The Application must provide the general capability of viewing web pages, including but not limited to the following

1. Marketplaces

The system must display a front page, category pages, search result pages, catalog list pages, catalog pages (listing products within the catalog), product detail pages and checkout pages

2. Private Network

1.1 The system must display catalog pages (listing products within the catalog), catalog search pages (search within the catalog by product name or category or subcategory), product detail pages, and checkout pages

3. Administration pages

All necessary pages to administer the ITI Application, Tradeplace Manager, and Marketplace Manager pages


	High


	
	RF.025
	The Application must allow a copy of itself to be executed in “beta” mode.

1. The system must allow a copy of itself to run in beta mode. The system will be aware whether it is beta or production. This allows for modified beta behavior including

1.1 Credit Card Authorizations in test mode

2.1 Different pathing information (for the location of images, base path to web pages, etc.)


	High

	Sales orders functionality, 
REI integration


	RF.026
	The Application must allow for a supplier to select the option of receiving a purchase order in XML format

2. The System must allow for the production of a purchase order XML message. The supplier can select an option to receive an XML PO rather than an email notifying them of an order placed against their system.

3. The XML PO message will be in the OIA PO format

4. The Transport mechanism will be SOAP

5. The system will allow the supplier to configure parameters necessary for the transmission of the XML PO message via SOAP to a target server


	High

	
	RF.027
	The Application must also include the public pages of the influence-tech.com website


	Medium

	Content management


	RF.028
	The Application must provide dynamic display capabilities

1. The application must allow an ITI Administrator to define a set of displays based on key business/data entities

1.1 The displays created thusly will only be able to be executed by an ITI Administrator within the ITI Administration section of the application


	High

	Content management


	RF.029
	The Application must provide small scale document management to the ITI administrators

1. The application must allow the ITI Administrator to upload documents, and provide a description for each document

2. The Application must allow the ITI Administrator to mark whether a document is available to Marketplaces, Private Networks, TradePlace Manager, Marketplace Manager or any combination thereof.

3. The Application must allow the ITI Administrator to delete documents

4. The Application must display the appropriate documents on Marketplace Manager, Tradeplace Manager, all Private Networks, all Marketplaces as indicated


	Medium

	Accessibility


	RNF.001
	The system will be accessible on the following platforms/browsers

1. PC

1.1 Firefox

2.1 Internet Explorer 6+

3.1 Netscape Navigator (6+)

2. Mac 
1.1 Firefox

2.1 Safari (latest version)


	Medium

	Platform
	RNF.002
	The system will run on MS Windows Server 2000
	Medium

	Database
	RNF.004
	MS SQLServer 2000 will be used as the RDBMS
	Medium

	WebServer
	RNF.005
	Internet Information Server 5.5 or later will be used as the Web Server
	Medium

	Transaction Volume
	RNF.010
	The system will support an aggregate transaction rate of 500,000 transactions per year


	Medium


2.3 Test Case Matrix 
Description of columns: 

Test Case Id –The unique identifier of a test - case. The order of hundreds sets section of functionality (Business Requirements). 
Func Spec Id – Numbers of references to the requirements. 
Test Case Description – The description of a test-case. 

Expected Result – The Expected Result of a test-case. 

Depends on performance – Tests-cases on which successful performance the given test-case is depended. 
	Test Case Id
	Func Spec Id
	Test Case Description
	Expected Result
	Depends on performance



	100
	RF.005a
	1. Access the influence-tech.com website and navigates to the Register link. 
2. Opt to register as a Marketplace Administrator
3. Fill out the form provided (for all types of marketplace): 
· Company information: 

· Company Name  - editor

· Business Type – combo

· Web Site Address – editor

· Mailing address

· Address – editor

· City – editor

· State / Province  - combo

· Country – combo

· Zip/Postal Code – editor

· Shipping address (or set Same as Mailing Address checkbox): 

· Address – editor

· City – editor

· State / Province  - combo

· Country – combo

· Zip/Postal Code – editor

· Administrator information: 

· First Name - editor

· Middle Initial - editor

· Last Name - editor

· Your Title – combo

· Primary Telephone – editor

i. Ext. – editor

· Secondary Telephone – editor

i. Ext. – editor

· Fax Number – editor

· Email Address – editor

· Backup Email Address – editor

4. Set some checkboxes: 

· Marketplace Interest: 

· Consumer Direct (b2c)
· Wholesale/Rep (b2b)
· Promo Sales Marketplace
· Select All Categories Serviced (28): 
5. Press Register button. 
	After 1: System displays Register page

After 2: System displays MARKETPLACE ACCOUNT APPLICATION page

After 3: If Same as Mailing Address checkbox was set Shipping address section mast be ignored. 

After 5: The system emails the user and informs them that their application has been received, is being reviewed, and they will be contacted. The ITI Administrator receives an email from the system informing him that a user has applied for a marketplace


	

	101
	RF.005a
	1. Access the Influence Technologies Administration Login page
2. Log in as ITI Administrator. 
3. Access Pending Market accounts page
4. Access the Marketplace Account Page. 

5. Approve Market place application 
6. Execute 1-3 but disapprove a Market place application


	After 2: ITI Administration section must be displayed
After 3: Markeplace Accounts - Pending Applications must be displayed
After 4: Marketplace Account Page must be displayed

After 5: system informs the recipient that their application has been approved. 
After 6: system informs the recipient that their application has been denied. System marks the applicant’s account as inactive, and inserts the application denied reason code

	100

	102
	RF.005a, RF.014
	1. Access the Influence Technologies Administration Login page
2. Log in as ITI Administrator. 
3. Access the Markeplace Accounts - Approved Applications page. 
4. Access the Marketplace Account Page. 
5. Create a marketplace from the application. Make sure that system allow for ITI Administrator to create marketplace without writing of additional code. Fill in the following information to create the marketplace (make sure that some of this information is supplied by the application/registration form data): 
· Marketplace information

· Marketplace name – editor

· Marketplace description – text area
· Marketplace domain name or URL - editor
· Marketplace Type – combo

· ITI Commission Percentage – editor

· Marketplace contact e-mail – editor

· Company information
· Company Name  - editor

· Business Type – combo

· Web Site Address – editor

· Mailing address (or set Same as Mailing Address checkbox)
· Address – editor

· City – editor

· State / Province  - combo

· Country – combo

· Zip/Postal Code – editor

· Shipping address
· Address – editor

· City – editor

· State / Province  - combo

· Country – combo

· Zip/Postal Code – editor

· Administrator information

· First Name - editor

· Middle Initial - editor

· Last Name - editor

· Your Title – combo

· Primary Telephone – editor

· Ext. – editor

· Secondary Telephone – editor

· Ext. – editor

· Fax Number – editor

· Email Address – editor

· Backup Email Address – editor

· Login

· Password
6. Submit the information to create the marketplace. 
7. Create all types of marketplace
	After 2: ITI Administration section must be displayed
After 3: Markeplace Accounts - Approved Applications must be displayed 

After 4: Marketplace Account Page must be displayed

After 5: system allow for ITI Administrator to create marketplace without writing of additional code
After 6: The Marketplace Status is marked as Created. The System sends an email to the marketplace administrator informing then that their marketplace has been created and is ready to be configured. Mail must not contain access information. 

After 7: all types of marketplace must be created
	100, 101

	103
	RF.005b, RF.001

	1. Log in as Marketplace Manager 

2. Access marketplace through ITI’s Marketplace Manager
3. Set look and feel of the marketplace: 
· Header font family

· Header font size

· Header font color

· Detail font family

· Detail font size

· Primary font color

· Secondary font color

· Background color

· Background image

· Header image
· header text

· PDF file and description 
4. See marketplace 
	After 3: look and feel of the marketplace must be set
After 4: marketplace must be corresponding to all settings
	100, 101, 102

	104
	RF.005a

	1. Log in as ITI Administrator

2. Access the list of all of the marketplaces on the system that contain: 
· A thumbnail image of the marketplace logo

· The marketplace name

· The marketplace administrator’s email address (linked)

· The Status of the marketplace

· The type of marketplace

· A link to the marketplace itself

· A link to allow the ITI Administrator to edit the marketplace without having to login again

· A link to allow the ITI Administrator to change the status of a Marketplace, and edit all ITI Administrator-set information on the marketplace

· A Link to allow the ITI Administrator to view reports on that marketplace

3. Select  a marketplace

4. Make changes with marketplace as if you were the Marketplace Administrator
	After 3: System displays the Marketplace Manager
After 4: system allows these
	

	105
	RF.005a

	1. Log in as ITI Administrator

2. Access the list of all of the marketplaces on the system

3. Select  a marketplace
4. Click a link provided by the system that takes you to a form displaying the information regarding the marketplace that only an ITI Administrator can set

5. Make changes: 

· Type of Marketplace

· Merchant account information

· Terms of Use

· Email Privacy Policy

· Privacy Policy

· Marketplace domain name

· Marketplace url

· Marketplace name

· Marketplace Status

· Marketplace Contact Social Security Information

· ITI marketplace commission information

· Per-marketplace Feature pricing

6. Submit the changes

7. See marketplace

8. Log in as Marketplace Manager

9. Make sure that next parameters cannot be changed

· Type of Marketplace

· Merchant account information

· Terms of Use

· Email Privacy Policy

· Privacy Policy

· Marketplace domain name

· Marketplace url

· Marketplace name

· Marketplace Status

· Marketplace Contact Social Security Information

· ITI marketplace commission information

· Per-marketplace Feature pricing


	After 6: system makes changes. 
After 7: System displays text in the “Terms of Use” page for the marketplace. System displays the text on the Email Privacy Policy page within the marketplace. System displays the text on the Privacy Policy page within the marketplace. 
After 9: System does not allow to change these
	

	204
	RF.005b
	1. Log in as Marketplace Manager 

2. Access marketplace through ITI’s Marketplace Manager

3. Change the templates for emails that are generated by the system that come from the marketplace: 

· Order Receipt Template

· Order Shipment Confirmation Template

· Order Cancelled Template

· Payment Hold Template

· Order Receipt Template

4. Send the emails to the MA for templates formatting validation
5. Submit changes


	After 3: email templates must be changed
After 4: emails must be received by MA. Emails must have correct form. 

After 5: changes must be submitted. 
	

	106
	RF.015, 

RF.005b


	1. Log in as Marketplace Manager 

2. Access marketplace through ITI’s Marketplace Manager

3. Access Marketplace Features page
4. Define features lists (enable/disable)for the front page of marketplace, including

· Featured Products
· Scroller

· New Brands

· Testimonials

· Advertising Graphic

· Newsletter Link

· Coming soon brands

· Link to us

· Catalog and Product Count Display

· Press Releases
· Bulk Member Upload (must contain only description, cannot be enabled)
· ITI MA Management Services Gold Package
· ITI MA Management Services Silver Package
· ITI MA Management Services Bronze Package
5. Make sure that not active features cannot be changed
	After 4: features must be activated
After 5: not active features cannot be changed
	

	107
	RF.005b

	1. Log in as Marketplace Manager 

2. Access New Brands Editor (“New Brands” must be active feature for the marketplace)
3. Select Brand  

4. Add some Brands. See list and  New Brands section on the front page of the Marketplace
5. Reorder Brands

6. Delete Brand. See list and  New Brands section on the front page of the Marketplace

	After 2: Edit The New Brands page must be displayed. 
After 4: Brand must be added. System must display the New Brands section on the front page of the Marketplace. 
After 5: Brands must be reordered. 
After 6: Brand must be deleted from list and marketplace. 
	

	108
	RF.005b

	1. Log in as Marketplace Manager 

2. Access Coming Soon Brands Editor. (“Coming Soon Brands” must be active feature for the marketplace)
3. Enter Brand Name. 
4. Add some brands. See list and  “Coming Soon Brands” list on the front page of the Marketplace
5. Reorder Brands

6. Delete Brand. See list and  “Coming Soon Brands” list on the front page of the Marketplace

	After 2: Edit Coming Soon Brands page must be displayed. 

After 4: Brand must be added. System must display “Coming Soon Brands” list on the front page of the Marketplace. 
After 5: Brands must be reordered. 
After 6: Brand must be deleted from list and marketplace.
	

	109
	RF.005b

	1. Log in as Marketplace Manager 

2. Access Featured Products editor
3. Select a category from a list 

4. Select a product from a list of products for the selected category

5. Add products. See list and front page of the marketplace
6. Reorder products

7. Delete product from list. See list and front page of the marketplace
	After 2: Featured Product Editor page must be displayed. 
After 5: System  must display the featured products on the front page of the marketplace 
After 6: Products must be reordered. 
After 7: products must be deleted from list and marketplace. 
	

	110
	RF.005b

	1. Log in as Marketplace Manager 
2. Access About Us editor

3. Enter text
4. Submit text. See “About Us” page of the Marketplace

	After 2: System display About Us Editor
After 4: System must display the text on the “About Us” page of the Marketplace
	

	111
	RF.005b

	1. Log in as Marketplace Manager 

2. Access Contact Us editor
3. Enter text

4. Submit text. See “Contact Us” page of the Marketplace
	After 2: System display Contact Us editor
After 4: System must display the text on the “Contact Us” page of the Marketplace
	

	112
	RF.005b

	1. Log in as Marketplace Manager 

2. Access “Testimonials” Editor (“Testimonials” must be turned on feature for the marketplace)
3. Add quote and source for the testimonial

4. Submit the information. See Testimonials on Testimonials list and front page of the marketplace
5. Click edit the Testimonial 
6. Edit the Testimonial

7. Submit the information. Add some Testimonials. See Testimonials on Testimonials list and front page of the marketplace
8. Reorder Testimonials

9. Delete an existing Testimonial. See Testimonials on Testimonials list and front page of the marketplace

	After2: system displays list of all of the testimonials on the system
After 4: system displays the testimonials on a Testimonials list and on the front page of the marketplace

After 7: system change testimonials
After 8: testimonials must be reordered
After 9: system deletes testimonial
	

	113
	RF.005b

	1. Log in as Marketplace Manager 

2. Access the “Press Releases” Editor (“Press Releases” must be turned on feature for the marketplace)
3. Click Add press release button
4. Enter 
· Date

· Title

· Author

· Contact Phone

· Contact Email

· Release Date

· Press Release Text

5. Select whether the press release is published only to the marketplace, only to ITI’s website, or both (execute for all cases)
6. Submit the information. See front page of the marketplace or/and ITI’s website
7. Press Edit link for existing Press Release
8. Edit information

9. Submit the information. See front page of the marketplace or/and ITI’s website
10. Delete one of existing Press Release. See front page of the marketplace or/and ITI’s website
	After 2: System displays list of all Press Releases on the system
After 6: system displays the Press Releases on the front page of the marketplace or/and ITI’s website
After 9: System changes information
After 10: system deletes Press Release
	

	114
	RF.005b

	1. Log in as Marketplace Manager 

2. Access the “Brand Scroller” Editor (“Brand Scroller” must be enabled feature for the marketplace)

3. Enter whatever information must have scroll across the front page of the marketplace
4. Submits the changes. See scroller on the front page of the marketplace. 
5. Delete information. See scroller on the front page of the marketplace

	After 2: System displays “Brand Scroller” Editor
After 4: If there is text in the Brand Scroller, the system displays the scroller on the front page of the marketplace
After 5: Brand Scroller mus be deleted
	

	115
	RF.005b

	1. Log in as Marketplace Manager 

2. Access the “Newsletter Link” Editor (“Newsletter Link” must be enabled feature for the marketplace)
3. Add the newsletter link information
· image

· description

· url

4. Submit the changes. See front page. Click link and see it. 
5. Edit existing newsletter link information
6. Submit the changes. Add some newsletter links. See front page. Click links and see they. 
7. Delete the newsletter link. See front page.
	After 2: System displays “Newsletter Link” Editor

After 4: System displays the Newsletter link on the front page of the web site. The graphic is displayed, with the description, and the graphic is linked to the URL provided  (a new window will open for this link)

After 6: System changes newsletter link information

After 7: System Delete the newsletter link
	

	116
	RF.005b

	1. Log in as Marketplace Manager 

2. Access Link to Us Editor (“Link to Us” must be enabled feature for the marketplace)
3. Add information: 

· Description

· Link

· Graphic

· Alternate graphic

4. Submit all changes. See front page of the marketplace and “Link to Us” page
5. Edit existing information

6. Submit all changes. See front page of the marketplace and “Link to Us” page
7. Delete the information. See front page of the marketplace
	After 2: System present all current Links
After 4 : System displays this information on the “Link to Us” page accessible from the front page of the marketplace

After 6: System changes Link to Us page information 
After 7: System Delete Link to Us page information
	

	117
	RF.005a
	1. Log in as ITI Administrator

2. Access list of all marketplaces
3. Select a marketplace

4. Click a link provided by the system that allows the ITI Administrator to change the status of a marketplace

5. Change the status from Created to Active or Inactive, from Active to Inactive and from Inactive to Active
6. Submit changes
7. Make sure that Created and Inactive marketplace cannot be accessed through internet. Only Active marketplace can be accessed (with default settings if it was not configured). 


	After 6: System submits changes
After 7: Created and Inactive marketplace cannot be accessed through internet. Only Active marketplace can be accessed
	

	118 1
	RF.005a, RF.005b
	1. Access the Influence Technologies Administration Login page 

2. Log in as ITI Administrator. 
3. Make sure that ITI administrator can modify all of the information in the marketplace and Private network and execute functions all other user/account types. 
	After 2: ITI Administration section was displayed

After 3: System allows these 
 
	

	118 2
	RF.005a
	1. Log in As ITI Administrator

2. Change the Marketplace that “owns” a supplier, including setting the owner of the supplier to ITI. Make sure that after changing owner of supplier to ITI administrator, MA can only read suppler information and cannot change it: 

· Basic contact information

· List of categories that the supplier has indicated that he sells goods under

· All order for this supplier’s catalogs made from this marketplace
	After 2: Marketplace that “owns” a supplier, including setting the owner of the supplier to ITI may be changed. After changing owner of supplier to ITI administrator, MA can only read suppler information and cannot change it
	

	118 3
	RF.005a
	1. Log in As ITI Administrator

2. Change the Member Buyer Administrator for a Member Account
	After 2: Member Buyer Administrator for a Member Account may be changed.
	

	119
	RF.013, RF.009, RF.020, RF.005a
	1. Log in as ITI Administrator 

2. Consecutively run, print and export next reports to PDF and .CSV files (Application must provide a print option for every report)
· Member counting reporting
· Account files

· Email Reports

· Sales Reports (by marketplaces, suppliers, and private networks)

· User account activity reports - Per user type and status (active/inactive…): 

· List of users

· Name, access info, contact info

· Date of last login

· Code Master Reference

· Categories and Subcategories

· Feature Report (For a given time period, and a selected list of features): 

· a summary of the total number of marketplaces that have that feature enabled (include start date and end date if applicable)

· a summary of the total number of private networks that have that feature enabled (include start date and end date if applicable)

· a list of each of the marketplaces that have that featured enabled

· a list of each of the private networks that have that feature enabled

· how much money ITI made from the marketplace for that set of features for the time period

· how much money ITI made from the private network for that set of features for that time period 

· Member Reports

3. See result
	After 2: System makes all reports and provides print option for every report. System prints all reports. System exports all reports to both formats
After 3: All reports must be correct
	

	120
	RF.018

	1. Make sure that Application, where applicable, must allow to sort and filter information
	After 1: System allows these
	

	121
	RF.019


	1. Log in as Seller to private network
2. Change certain static textual information on private network: 
· On the Product Detail Page

· MSRP (for example,  the supplier could change this to read: Manufacturers suggested price”

· Other Price (if applicable)

· Product Description

· Currency

· Help

· Return to catalog

· What the link to allow a registered member to login says (if applicable)

· What the link to allow a unregistered buyer to login says (if applicable)

· In General

· What the link to go to help says

· What the link to allow a registered member to login says (if applicable)

· What the link to allow an unregistered buyer to login says (if applicable)

· Once a user clicks to add items to the backpack as a consumer or using an unregistered account

i. What the link to allow a new user to register says

ii. What the link to allow a returning user to sign in says


	After 2: System allows to change
	

	444
	RF.021, RF.006

	1. Log in as Supplier 

2. Upload an image for product on the system
3. Make sure that system creates 3 images: 

· A thumbnail image

· max size is 80 x80 pixels. 

· This is used on the catalog page

· A Standard Image: 

· max size is 200x200 px

· This is used on the product page

· A Detail or Larger image: 

· max size is: 500x500 px

· this is used when the user selects the option to view a larger or alternate view of the image
4. Make sure that Application maintained the aspect ratio of the original image
5. Upload alternative Detail or Larger Image

6. Make sure that system does not do anything with these images
	After3: System creates these images
After 4: Attitude of length and width as well as at an original picture

After 6: system does not do anything with these images


	

	444 2
	RF.021, RF.006, RF.005c

	1. Log in as Supplier 

2. Upload a header image for a catalog 

3. Make sure that system must create 1 additional image, a thumbnail image

· the thumbnail image maximum size is 80x80 pixels

· the Thumbnail image is displayed on the Programs/catalogs page within Tradeplace Manager
4. Make sure that Application maintained the aspect ratio of the original image
5. Upload a header image for a login page

6. Make sure that system must create 1 additional image, a thumbnail image

· the thumbnail image maximum size is 80x80 pixels

· the Thumbnail image is displayed on the Programs/catalogs page within Tradeplace Manager
7. Make sure that Application maintained the aspect ratio of the original image
	After 3: System creates these images
After 4: Attitude of length and width as well as at an original picture

After 6: System creates these images
After 7: Attitude of length and width as well as at an original picture


	

	122 1
	RF.022


	1. Log in as ITI Administrator 

2. Make sure that system requires an administrator to approve all (self-registered) account requests from: 

3. Member Buyer Administrators
4. Member Buyers

5. Approve 

6. Deny
	After 2: System display list with not approved accounts
After 5:  System approves accounts. System informs the recipient that their application has been approved
After 6: System denies accounts. System informs the recipient that their application has been denied
	

	122 2
	RF.022, RF.005c, 

	1. Log in as ITI Administrator 

2. Make sure that system requires an administrator to approve all (self registered) account requests from: 

· Suppliers

3. Approve 

4. Deny
	After 2: System display list with not approved accounts

After 3: System approves accounts. System informs the recipient that their application has been approved
After 4: System denies accounts. System informs the recipient that their application has been denied
	

	123
	RF.022


	1. Access influence-tech.com website 
2. Make sure that Suppliers and MAs can register through it
3. Make sure that Member Buyer Administrators and Member Buyers cannot register through it
4. Access marketplace login page
5. Make sure that Suppliers can register through it
6. Make sure that MAs cannot register through it
	After 2: System do these
After 3: System do these

After 5: System do these

After 6: System do these


	

	123 2
	RF.022
	Access member marketplace

Make sure that Member Buyer Administrators can register through it
Make sure that Member Buyers can register through it if account and Member Buyer Administrator already exists for this marketplace
Make sure that Member Buyers cannot register through it if Member Buyer Administrator and Member account do not exist for this marketplace
Make sure that Suppliers can register through it

	After 2: System do these

After 3: System do these

After 4: System do these

After 5: System do these
	

	124
	RF.025


	Make sure that Application has a copy of itself executed in “beta” mode

Make sure that Credit card transactions cannot be executed. 
Make sure that images have different from real application paths


	After 1: System has it

After 2: System do these

After 3: System do these


	

	125
	RF.027


	Make sure that Application include the public pages of the influence-tech.com website: 
· About Us - About Us page
· Clients -The List of clients
· Marketing -The List of marketing services
· Marketing Details - Detail information about marketing services
· News - The List of news
· News Details - Detail information about selected news
· Register - Information about registration process
· Services - Information about giving services

	After 1: System has they


	

	126
	RF.026, RF.015

	1. Log in as a Supplier to private network
2. Access Private Network Features page
3. Enable 
· Receive OIA XML PO option
· Bulk Member Upload (must contain only description, cannot be enabled)
· One-time-use card production (must contain only description, cannot be enabled)
· ITI PN Management Services Gold Package
· ITI PN Management Services Silver Package
· ITI PN Management Services Bronze package
4. Configure parameters necessary for the transmission of the XML PO message via SOAP to a target server

5. Place order in this Private Network
6. Make sure that Application sent XML PO message and supplier receive it
	After 6: System sends XML PO message and supplier receives it
	

	127
	RF.028


	1. Log in as ITI Administrator 

2. Define a set of displays based on key business/data entities for(all reports): 
· Member counting reporting
· Account files

· Email Reports

· Sales Reports (by marketplaces, suppliers, and private networks)

· User account activity reports - Per user type and status (active/inactive…): 

· List of users

· Name, access info, contact info

· Date of last login

· Code Master Reference

· Categories and Subcategories

· Feature Report (For a given time period, and a selected list of features): 

· a summary of the total number of marketplaces that have that feature enabled (include start date and end date if applicable)

· a summary of the total number of private networks that have that feature enabled (include start date and end date if applicable)

· a list of each of the marketplaces that have that featured enabled

· a list of each of the private networks that have that feature enabled

· how much money ITI made from the marketplace for that set of features for the time period

· how much money ITI made from the private network for that set of features for that time period 

· Member Reports

3. Make sure that execution of  these displays is able in ITI Administration section only
	After 2: System saves displays
After 3: displays are able in ITI Administration section only
	

	128
	RF.029


	1. Log in as ITI Administrator 
2. Access document management page
3. Upload documents
4. Write descriptions 

5. Mark whether a document is available to 

· Marketplaces

· Private Networks

· TradePlace Manager

· Marketplace Manager

· any combination thereof
6. Submit

7. Make sure that Application displays the appropriate documents on Marketplace Manager, Tradeplace Manager, all Private Networks, all Marketplaces as indicated

8. Delete any documents

9. Make sure that Application deletes the appropriate documents on Marketplace Manager, Tradeplace Manager, all Private Networks, all Marketplaces as indicated
	After 2: Page must be displayed
After 3: Document must be uploaded

After 7: system does it

After 9: system does it
	

	555
	RF.012


	1. Access any product list
2. Make sure that system provides paging capability if the content does not fit on a single page (21 string)
3. Test these for any search result
	After 2: system provides paging capability
After 3: system provides paging capability
	

	129
	RF.011

	1. Log in as Marketplace Administrator
2. Switch OFF DEMO option
3. Make sure that Not logged-in users cannot access to member marketplace

4. Make sure that other types of marketplaces must can access with any demo mode: 

· view products and pricing

· Make sure that that system prompt you to log-in or register if you add products to backpack
5. Switch ON DEMO option

6. Make sure that Not logged-in users can access to member marketplace

	After 2: Demo mode must be off
After 3: Not logged-in users cannot access to member marketplace

After 4: other types of marketplaces must can access

After 5: Demo mode must be on

After 6: Not logged-in users can access to member marketplace
	

	130
	RF.006, RF.005c, RF.001

	1. Log in as Supplier into Tradeplace Manager

2. Access catalog list

3. Add a new catalog
4. Fill out a form with the initial catalog information including the following

· Brand Name

· Catalog/Program Name

· Contact email address

· Opt-in messages

· Header Font Family

· Header Font Size

· Header Font Color

· Detail Font Family

· Detail font size

· Background Color

· Primary font color

· secondary font color

· background image

· header image (execute 444 2)
· header text

· PDF file and description for login page

· PDF file and description for catalog page
· Description
5. Submit the information
	After 2: Catalog list must be displayed
After 5: System creates catalog. System prompts the supplier to add products to the catalog


	

	131
	RF.006, RF.005c, RF.001

	1. Log in as Supplier into Tradeplace Manager

2. Access catalog list

3. Select a catalog

4. Select the option to edit the catalog

5. Edit the basic data of the catalog 
· Brand Name

· Catalog/Program Name

· Contact email address

· Opt-in messages

· Header Font Family

· Header Font Size

· Header Font Color

· Detail Font Family

· Detail font size

· Background Color

· Primary font color

· secondary font color

· background image

· header image

· header text

· PDF file and description for login

· PDF file and description for catalog page
· Description
· Per catalog limits (per user, per calendar year)
· Per category limits (per user, per calendar year)
6. Submit
	After 2: Catalog list must be displayed

After 6: System changes information

	

	132
	RF.006, RF.010, RF.016


	1. Log in as Supplier into Tradeplace Manager
2. Consecutively execute test-case for already existing catalog and as part of catalog creating process 
3. Select the option to upload products to the catalog
4. Selects the csv file that contains the products to upload (make sure that it contain links to images that are uploaded in a zip file)( Make sure that supplier can assign an item to more than one category and subcategory)
5. Selects the zip file that contains the product images
6. Consecutively execute test-case for option

· Update existing products and add new ones

· Replace all of the current products in the catalog

7. See all of the products that have been uploaded

8. Edit some products manually: 
· Click a product in a catalog and view the preview mode for the product page

· Click a link to edit the product

· Update the basic information for the product: 
· Product Name

· Product Overview

· Product Specs

· Categories and Subcategories the product belongs to (make sure that product belong to subcategory, not directly to category, make sure that product can belong to more than one subcategory (both with the same category and across multiple categories)
· Product availability

· MSRP

· Wholesale Price

· Image(s) (444)
· SKU (s)

· SKU Descriptions

· Whether pricing is set at the Model or Item level, and the Wholesale and MSRP pricing accordingly

· Remove product

· Deactivate product

9. Submit

10. Execute test-case with wrong information in files and with duplicates. 

11. Make sure that system informs the supplier of any potential problems and allows the user to select options for each product for which there is a problem

· skip

· replace current with new

· leave current

· delete current product
	After 4: csv file contain links to images that are uploaded in a zip file
After 7: System displays correct catalog

After 9: System change products and returns the user to the product preview page
After 11: system informs the supplier of any potential problems and allows the user to select options for each product for which there is a problem
	

	133
	RF.006, RF.016


	1. Log in as Supplier into Tradeplace Manager

2. Select catalog to edit

3. Enter the number of products the supplier would like to add to the catalog
4. Enter the product information
· Model Name

· Single Pricing / Multiple Pricing

· MSRP

· Wholesale Price

· Number of SKUs for the item

· Product Description

· Technical Specs

· Product image (444)
· Product categories/subcategories (make sure that product belong to subcategory, not directly to category, make sure that product can belong to more than one subcategory (both with the same category and across multiple categories)
5. Submit

6. Enter SKU information and descriptions for each item
7. If multiple SKU pricing was selected, enter pricing at the SKU level
8. Submit 
	After 3: System creates these number of products
After 5: system saves information 

After 8: System saves information

	

	134
	RF.006, RF.010

	1. Log in as Supplier into Tradeplace Manager (Catalog and products must already exist)
2. Selects an option to upload a product availability spreadsheet
3. Select a file from local machine

4. Submit the file to the system
5. Make sure that system updates the availability of the product
6. Execute test-case but with NOT correct file. 
	After 3: system presents the supplier with a file upload form field. System also details for the supplier the format that the file must be in. 
After 4: system uploads the file. System informs the supplier by posting the updated information on the screen

After 6: system displays for the user information about the error, and gives the supplier options on how to proceed
	

	135
	RF.006, RF.005c
	1. Log in as Supplier (catalog and products must  exist)
2. Select an option to view a catalog
3. See the catalog in preview mode

4. Make sure that it includes a thumbnail view of each of the products for the catalog

5. Page through all of the products for the catalog
6. Execute 555 for this case
7. Select to view the products for a selected category

8. Select to view the products for a selected subcategory within the category

9. Select an option to edit the catalog 

10. See a list of all of the products for the catalog and update the status and availability for some products
11. Select to view the products for a selected category
12. Select to view the products for a selected subcategory within the category
	After 3: preview mode must be displayed
After 4: preview mode includes a thumbnail view of each of the products for the catalog

After 7: system displays products for a selected category

After 8: system displays products for a selected subcategory within the category

After 9: system displays this mode

After 10: system updates status and availability for products

After 11: system displays products for a selected category

After 12: system displays products for a selected subcategory within the category


	

	135 2
	RF.006, RF.005c
	1. See the catalog as purchaser (catalog must be active)

2. Make sure that system displays thumbnails, a name, a price, and a product ID

3. Execute 555 for this case
	After 2: system displays they


	

	136
	RF.006
	1. Log in as Supplier into Tradeplace Manager

2. Select a product within a catalog

3. Make sure that system displays preview of the product, as it will appear to the purchaser, with the addition of a link to edit the product
	After 3: that system displays preview of the product, as it will appear to the purchaser, with the addition of a link to edit the product
	

	137
	RF.006, RF.008b, RF.005c, RF.017c, RF.001

	1. Log in as Supplier into Tradeplace Manager

2. Access catalog (must be active)

3. Select a link for a given catalog to allow him to get the link or url information for the catalog

4. Make sure that system grants the supplier up to 3 urls for each catalog

· one for the consumer direct (requiring no login)

· one to allow unregistered access (requiring an unregistered username and password) 

· one to allow member access (requiring a member username and password and a member key) 
5. Provide a label for member and unregistered access

6. Make sure that system automatically displays a link, using that text label for the login of that type of access, on the login page for the other type of access. This allows the user to switch to a different access type
7. Determine logins for each catalog (for private network): 
· Member Keys

· With Dealer attribute 

· With no-charge attribute.
· Set pricing and limit information for each
· Unregistered accounts

· Dealer attribute

· No-charge attribute

· One-use attribute

· Set pricing and limit information for each
8. Consecutively copy all urls to IE and press enter 
	After 4: system grants 3 urls
After 5: system saves changes 

After 6: that system automatically displays a link, using that text label for the login of that type of access, on the login page for the other type of access. This allows the user to switch to a different access type
After 7: system saves changes
After 8: system displays all access catalog pages
	

	138
	RF.006, RF.005c
	1. Log in as Supplier into Tradeplace Manager
2. Access a list of catalogs on the system

3. Make sure that system presents the supplier with a link to download the catalog

4. Consecutively select download format and execute test-case for:

· product upload format 

· product availability format
5. Make sure that system generates the catalog in the required format and allows the supplier to save the file to their local harddrive or open the file
6. Download catalog with empty product list

7. Download catalog with empty availability  list
	After 2: System displays list of catalogs on the system
After 3: system does it

After 5: System do it

After 6: System do it

After 7: System do it


	

	139
	RF.006, RF.005c
	1. Log in as Supplier into Tradeplace Manager
2. Access Catalogs/Programs

3. See a list of all of his catalogs on the system with the following information

· thumbnail image of the catalog graphic

· Catalog Name

· Catalog Status

· Catalog ID

· A link to Download the catalog

· A link to edit the catalog

· A link to marketplaces that will list the marketplaces that the catalog currently belongs to and allow the Supplier to search for other marketplaces to add his catalog to

· A link to get the links or URLs for access to the catalog through the private network

· A link to set the availability for all of the products for the catalog

· A link to edit the freight and international shipping options for the catalog

· A link to setup the access and pricing profile for the catalog (if the catalog is offered through a Member Marketplace)
	After 3: System displays it
	

	140
	RF.005c, RF.005a

	1. Log in as ITI Administrator into the ITI Administration section of the application
2. View all of the catalogs available through Private Networks on the system

3. Make sure that system displays the commissions at the following levels

· Member sales

· Consumer sales

· Unregistered user sales

4. Add the per-order commission for a catalog
5. Edit the per-order commission for a catalog
6. Set commissions on a per account basis: 
· Consecutively select an unregistered account, Consumer account and a member key account

· Set the commissions specific to that accounts
· Submit 
	After 3: system do it
After 5: system updates the per-order commission for a catalog

After 7: System updates commission information. System applies the new commission to all subsequent orders


	

	141
	RF.005b
	1. Log in as Marketplace administrator into Marketplace Manager
2. Select an active catalog of owned supplier on the marketplace
3. Add the commission for any sales placed against that catalog through the marketplace for owned supplier that the MA gets from sales against a supplier’s catalogs through that marketplace
4. Edit the commission for any sales placed against that catalog through the marketplace for owned supplier that the MA gets from sales against a supplier’s catalogs through that marketplace
5. Submit 

6. Make sure that system updates the commission information and applies the new commission to all subsequent orders
	After 13: system updates the commission information and applies the new commission to all subsequent orders
	

	142
	RF.005b, RF.005a
	1. Log in as ITI administrator 

2. Select an active catalog of owned supplier on the marketplace

3. Add the commission for any sales placed against that catalog through the marketplace for owned supplier

4. Edit the commission for any sales placed against that catalog through the marketplace for owned supplier

5. Submit 

6. Make sure that system updates the commission information and applies the new commission to all subsequent orders
	After 13: system updates the commission information and applies the new commission to all subsequent orders
	

	143 1
	RF.006, RF.005b, RF.017b, RF.001

	1. Log in as Supplier into Tradeplace Manager
2. View all of the marketplaces available and active on the system

3. Make sure that system provide viewing of: 
· Name

· Company name

· Description

· Relative categories

4. Select a marketplace for which you want to make the catalog available

5. Select which catalog you want to offer to the marketplace

6. Submit
7. Make sure that system stores the request and sends an email to the MA informing them of the supplier’s request
	After 2: System displays they
After 3:System does it

After 7:System does it


	

	143 2
	RF.006, RF.006, RF.005b, RF.017b, RF.001

	1. Log in as MA to Marketplace Manager

2. Find information on the supplier and make sure that MA can administer all information:

· Name

· Description

· Catalog information

· Product information

3. Consecutively accept and reject the Supplier’s request

4. Make sure that system sends an email to the supplier informing them of the MA’s decision
5. For accept request case: Make sure that Catalog is part of the marketplace, but is not yet be active
	After 2: system allows it

After 4:System does it

After 5: Catalog is part of the marketplace, but is not yet be active
	

	143 3
	RF.005b

	1. Make sure that System requires the  MA to set the commission information for orders placed against the supplier’s catalog through the marketplace (set it)
	After 12: System allows all operations


	

	143 4
	RF.006, RF.005b, RF.005c, RF.001

	Make sure that System requires the supplier to set a default markup percentage for his catalog for this marketplace: 

· Log in as supplier to member and private marketplace(consecutively)

· Set default markup percentage (including negative numbers)

· Make sure that markup percentage is applied to the wholesale price of the item

· Log in as supplier to consumer marketplace

· Set default markup percentage (including negative numbers)

· Make sure that markup percentage is applied to the MSRP of the item
	After 1: system allows all
	

	143 5
	RF.006, RF.008b, RF.005b, RF.005c, RF.017b, RF.001

	Log in as supplier
Create or edit the Pricing profile for the catalog (for member marketplace)

Create or edit the Access Profile for the catalog (for member marketplace): 

· Access member account search list

· Search accounts

· Select members

· Add members to access list which will allow those members to access the supplier’s catalogs regardless of profile matching
	After 2: system save changes
After 3: system save changes
	

	144
	RF.006
	1. Log in as Supplier into Tradeplace Manager

2. Access a particular catalog
3. Make sure that system allows the supplier to select an option to edit the freight options and pricing information for a catalog 

4. Select the Freight option: 

· Flat Rate order

· Flat rate quantity

· Flat rate order plus quantity

· Variable rate by order value

· Variable rate by quantity

5. Select a shipping Method

6. Enter a dollar amount per order for the shipping method and freight option selected
7. Enter a dollar amount per unit for the order
8. Submit

9. Setup multiple shipping methods

10. Log in as purchaser (execute for case with/without established shipping methods)
11. Place an order

12. Make sure that purchaser can select only these shipping methods
	After 3: system allows the supplier to select an option to edit the freight options and pricing information for a catalog
After 8: System save changes

After 9: System save changes

After 12: System allow a purchaser to select only these shipping methods
	

	145
	RF.006
	1. Log in as Supplier into Tradeplace Manager

2. Access a particular catalog

3. Select an option to edit the international shipping options for orders placed against the catalog

4. Select shipments to (some cases)
· The United States

· Canada

· International
5. Log in as purchaser (execute for case with/without established shipping options)
6. Place an order

7. Make sure that Purchasers can only have their orders shipped to the regions selected by the Supplier
	After 3: system displays edit page
After 7: system inform the purchaser if an item cannot be shipped overseas
	

	146
	RF.006
	1. Log in as Supplier into Tradeplace Manager

2. Access a particular catalog

3. Download a .csv file that will list the direct URLs (links) to all of the products in his catalog

4. Open file and click first, last and any another hyperlinks 
	After 3: file must be downloaded
After 4: all products must be displayed in browser
	

	147
	RF.006
	1. Log in as Supplier 
2. Consecutively set text and html headers for catalog that will appear on marketplaces and private networks. (For each marketplace and private network that the catalog belongs to)
3. See headers on each marketplace and private network

	After 2: system must allow these
After 3: System displays different headers on each marketplace and private network
	

	148
	RF.006, RF.005c
	1. Log in as Supplier

2. Select a catalog

3. Set an email address to which you will receive the order notifications of orders placed against a catalog

4. Test all emails (system must allow these): 
· Order Receipt

· Order Shipment Confirmation

· Order Cancelled

· Payment Hold
5. Make sure that supplier receive emails and they have valid format
	After 3: System must allow these
After 4: System allows testing of emails. All emails must be sent

After 5: All messages must be received. All emails have valid format.  
	

	149
	RF.006
	1. Log in as Supplier

2. Activate catalog
3. Make sure that system send message about activation to MA. 

4. Deactivate catalog

5. Make sure that system send message about deactivation to MA

	After 2: catalog must be active
After 3: system send message about activation to MA.
After 4: catalog must be deactivated

After 3: system send message about deactivation to MA
	

	150
	RF.023, RF.017b

	1. Log in as Member Buyer Administrator to marketplace/Private Network
2. Create Member Buyer accounts under the Member Account
3. Create groups
4. Assign member buyers to these groups
5. Send email to any of Member Buyers and to a particular group of Member Buyers
6. For marketplace execute this test case for turned on and turned off by MA option of automatically approving of member buyer accounts created by Member buyer administrator

7. Make sure if option is turned on by MA then create member buyer account is approved else exact opposite
	After 2: Member buyer account must be created
After 2: system sends password and email to member buyers

After 3: Groups must be created

After 4: member buyers must be assigned

After 5: Emails must be send and received all particular member buyers and buyers from group

After 7: system does it
	

	151
	RF.016, RF.005a

	1. Log in as ITI Administrator
2. Create the master list of categories and subcategories, define which subcategories belong to which categories
3. Make sure that one category can belong to multiple subcategories
4. Make sure that subcategory can belong to more then one category
	After 2: muster list can be created
After 3: one category can belong to multiple subcategories

After 4: subcategory can belong to more then one category
	

	152
	RF.016, RF.005b
	1. Access any marketplace

2. Log in as MA 

3. Activate any catalog and deactivate another catalog

4. Access  Category/subcategory search lists by potential purchaser
5. Make sure that Category/subcategory search lists are determined by the catalogs and products available on the marketplace. System does not allow orders to be placed against the catalog
6. Execute search

	After 3: marketplace must contain active and not active catalogs. System sent message to supplier about this operation. 
After 4: Category/subcategory search lists must be displayed

After 5: Category/subcategory search lists contain categories and subcategories only from active catalogs
After 6: System displays products for this Category/subcategory from active catalogs only

	

	153
	RF.010


	1. Log in as MA
2. Import a document that creates member accounts and adds member buyer administrators for each member account
3. Import a document that creates a member account and add member buyers for that account , and defines the member buyer administrator for the member buyers
4. Execute 2 and 3 for wrong documents and documents with duplicates (inside documents and system)
	After 2: system creates member accounts and adds member buyer administrators for each member account
After 3: system creates a member account and add member buyers for that account , and defines the member buyer administrator for the member buyers
After 4: System display warning about error or duplicates with options for the user on how to proceed


	

	154
	RF.008, RF.008a, RF.002, RF.005b, RF.017b, RF.001

	1. Access marketplace (marketplace must have their own URL and optionally domain) (execute for all types of marketplace)
2. Enter Login and Password of MA

3. Press Log in

4. Make sure that system access to Marketplace Manager
5. Consecutively enter logins of: 
· ITI Administrator, 
· Supplier that not belong to this marketplace, 
· MA that not belong to this marketplace, 
· Member buyer administrator that not belong to this marketplace, 
· Buyer (member buyer that not belong to this marketplace, private buyer that not belong to this marketplace, consumer mail that not belong to this marketplace, unregistered account, login and password of member key of PN member)
6. Try to log in with empty Login and Password fields
7. Log in as member buyer administrator, Member buyer( must be registered)/ Private buyer (must be registered ant login option must be turn on)/Consumer (must be registered) to corresponding marketplace 
8. Make sure that system displays catalogs with access and pricing profile match to this member buyer instead of the default price and corresponding price for other buyers
9. Access consumer marketplace

10. Make sure that system does not allow to add item to backpack without registration

11. Access private marketplace (with turned on and turned off login option)

12. Make sure that system does not allow to add item to backpack without registration 
	After 1: marketplace have their own URL and optionally domain
After 4: system access to Marketplace Manager
After 5: System displays error about wrong login or password

After 6: System displays error about wrong login or password

After 7: system allow to access to marketplace

After 8: system displays catalogs with access and pricing profile match to this member buyer. System displays catalogs with corresponding price for other buyers
After 10: system does not allow to add item to backpack without registration

After 12: system does not allow to add item to backpack without registration
	

	155
	RF.008, RF.008b, RF.002, RF.005c, RF.017c

	1. Enter login and password of supplier on each of three URLs of catalog

2. Consecutively Log in as Member buyer (login, password, member key), unregistered buyer (login, password) (must be registered) and consumer (e-mail),(consumer must be registered) on corresponding URL
3. Make sure that system displays corresponding pricing for the catalog and product model (MSRP for consumer)
4. Make sure that system allows limits for item quantity (enter quantity of item that more that limit)
5. Consecutively Log in as Member buyer, unregistered buyer with dialer parameter

6. Make sure that system allows the dealer to see every product item for each product model (full SKU-order form)
7. Make sure that system allows the dealer enter the quantity he wishes to order for each items (Press Purchase and make sure that catalog and category limits are ignored)

8. Make sure that account shipping address, rather than the users’ personal address, is defaulted on the checkout screens
9. Make sure that following fields are added to the checkout screens
· Business/Shop Name

· Requested Ship Date

· Requested Cancel Date

· PO Number

· Dealer ID
10. Try to log in with empty Login and Password fields
11. Consecutively enter logins of: 

· ITI Administrator, 

· Supplier that not belong to this private network, 

· MA, 

· Member buyer administrator that not belong to this PN, 

· Buyer that not belong to this private network (marketplace member buyer without access permissions to PN, private buyer, unregistered account that not belong to this private network/catalog, login and password and member key that not belong to this private network/catalog, login and password of member key without key, consumer with not existing e-mail)
12. Access consumer URL without any registration

13. Make sure that item cannot be added to backpack
14. Log in as unregistered account 
15. Try add item to backpack without registration
16. Make sure that item cannot be added to backpack

17. Log in as unregistered account with onetime-use account
18. Purchase anything 

19. Log out

20. Log in again with same account

21. Make sure that system deny try to access

	After 1: system must display TradePlace Manager

After 3: system does it

After 4: System display warning that quantity of item more then available 

After 6: system allows the dealer to see every product item for each product model
After 7: system allows the dealer enter the quantity he wishes to order for each items
After 8: system do it

After 9: fields must be displayed 

After 10: System displays error about wrong login or password
After 11: System displays error about wrong login or password

After 13: item cannot be added to backpack

After 15: system allows this

After 16: item cannot be added to backpack

After 18: system allows this

After 21: system does it
	

	156
	RF.008, RF.008c


	1. Access prototype of  http://www.influence-tech.com/ for administrators and suppliers
2. Consecutively log in as ITI Administrator, Marketplace Administrator, and supplier
3. Make sure that system displays their respective administrative areas
4. Try to log in with empty Login and Password fields

5. Consecutively enter logins of:

· Member buyer administrator

· Buyer (marketplace member buyer, private buyer, unregistered account, login and password of member key)
	After 3: system displays their respective administrative areas
After 4: System displays error about wrong login or password

After 5: System displays error about wrong login or password


	

	157
	RF.007, RF.005c

	1. Log in as any buyer (Not dealer)
2. Access catalog
3. Add products to backpack
4. Delete any products from backpack
5. Enter available quantities taking into all limits
6. Purchase
7. Make sure that system checks out availability of products and displays “ok”

8. Enter quantities available at catalog but do not available taking into all limits

9. Make sure that system checks out availability of products and displays warning about unavailable of products

10. Enter quantities do not available at catalog. Limits must be more that this quantity 
11. Make sure that system checks out availability of products and displays warning about unavailable of products
12. Exit from application and log in access to backpack again

13. Make sure that backpack contain all products

14. Press purchase 

15. Log in as supplier
16. Make sure that when a purchaser places the order for the items in his backpack, the order must be generated and the supplier notified by email or XML PO according to the supplier’s preference (execute for both preferences)
17. Process the order
18. Mark order as complete
19. Make sure that application performs the payment processing and sends the confirmation email with the final purchase price to the buyer
20. Make sure that application allows for sales order tracking to supplier. See sales order data, including order status. 
21. Make sure that system allow for closed orders to be voided the same day they were processed
22. Make sure that application prompts the supplier to mark items processed as unavailable on an order and as unavailable/discontinued in the catalog
23. Cancel any order 
24. Provide download orders format

25. Download sales orders

26. Make sure that system tracks which orders have already been downloaded: try to download same orders
27. Reset this flag on a per-order basis
28. Download orders again
29. Log in as the buyer

30. Make sure that orders are able to be tracked by buyer, see status, date range, and member account (if applicable)
	After 3: product must be added
After 4: product must be deleted

After 7: system does it

After 9: system does it

After 11: system does it

After 13: backpack contain all added products
After 14: system confirms operation

After 16: order must be generated and the supplier notified by email or XML PO according to the supplier’s preference (execute for both preferences)

After 17: order must be processed. System Informs the purchaser that their order has been processed, and a ship date has been set

After 19: order must be completed. Application performs the payment processing
After 20: system does it

After 21: system does it

After 22: system does it

After 23: system cancels order and Informs the purchaser about this

After 26: system tracks this

After 27: flag must be reset

After 28: orders must be downloaded again

After 30: system allows these
	

	158
	RF.024


	1. Make sure that Application provides the general capability of viewing web pages, including the following: 

· For marketplace: 

· front page, 

· category pages, 

· search result pages, 

· catalog list pages, 

· catalog pages (listing products within the catalog), 

· product detail pages 

· checkout pages

· For Private Network: 
· catalog pages (listing products within the catalog), 
· catalog search pages (search within the catalog by product name or category or subcategory), 
· product detail pages, 
· checkout pages

· Administration pages: 

· All necessary pages to administer the ITI Application, 
· Tradeplace Manager pages, 
· Marketplace Manager pages
	After 1: System displays all pages
	

	159
	RF.022


	1. Access member marketplace

2. Access registration page

3. Register as Member buyer administrator
4. Full fill: 

· First Name (input box), 

· Middle Initial (input box) 

· Last Name (input box), 

· Business Name (input Box), 

· Email address

5. Submit

6. Select “Not Related” value (Otherwise you will be informed that Administrator account for your business is already registered)
7. Press next
8. Full fill: 

· “Business Information” block: 
· Business/Name (input box, pre-filled), 

· Web Site Address (input box)

· “Mailing Address” block:

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

· “Shipping Address” block: 

· Same As mailing address (check box);

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

· “Administrator information” block

· First Name (input box, pre-filled), 

· Middle initial (input box), 

· Last Name(input box, pre-filled),

· Title (combo);

· Primary Telephone(input box), 

· Ext.(input box);

· Secondary Telephone (input box), 

· Ext (input box);

· Fax No (input box);

· Email Address (input box, pre-filled)

· Date Of Birth (3 input boxes for M/D/Y), 
· Last 4 digits of SSN (input box), 
· Number of Employees (input box), 
· Rep Name (input box)

· “Business Group” block:

· List of radio buttons with appropriate business types

· “Categories Wherein You Conduct Business” block:

· List of radio buttons with appropriate business type categories

9. Press Register

10. Press Confirm
	After 1: system displays member marketplace page
After 2: system displays registration page

After 5: information must be submitted

After 7: system access next page or informs that Administrator account for your business is already registered
After 9: system requires to confirm

After 10: System creates Member buyer administrator application. 


	

	160
	RF.002, RF.017

	Access member marketplace

Access registration page

Register as Member buyer

Full fill: 

· First Name (input box), 

· Middle Initial (input box) 

· Last Name (input box), 

· Business Name (input Box), 

· Email address

Submit

Select “Not Related” value (Otherwise you will be informed that Administrator account for your business is already registered)
Press next
Full fill: 

· “Business Information” block:

· Business/Name (input box, pre-filled), 

· Web Site Address (input box)

· “Mailing Address” block: 

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

· “Shipping Address” block: 

· Same As mailing address (check box);

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

· “Buyer Information” block: 

· First Name (input box), 

· Middle Initial (input box), 

· Last Name (input box), 

· Personal Email Address (input box)

· “Administrator information” block (info about admin who will set up and activate an account): 
· First Name (input box), 

· Middle initial (input box), 

· Last Name(input box),

· Title (combo);

· Primary Telephone(input box), 

· Ext.(input box);

· Secondary Telephone (input box), 

· Ext (input box);

· Fax No (input box);

· Email Address (input box, pre-filled)

· Date Of Birth (3 input boxes for M/D/Y), 

· Last 4 digits of SSN (input box), 

· Number of Employees (input box), 

· Rep Name (input box)

· “Business Group” block: 

· List of radio buttons with appropriate business types

· “Categories Wherein You Conduct Business” block:

· List of radio buttons with appropriate business type categories

Press Register

Press Confirm
	After 1: system displays member marketplace page

After 2: system displays registration page

After 5: information must be submitted

After 7: system access next page or informs that Administrator account for your business is already registered

After 9: system requires to confirm

After 10: System creates Member buyer application. 


	

	161
	RF.002


	1. Consecutively execute this test-case for Consumer Direct and Consumer marketplace

2. Access consumer registration page

3. Register as consumer. 
4. Full fill: 

· Contact Information:
· First Name
· Middle Initial
· Last Name

· Email Address

· Shipping Address: 

· Street Address
· City

· State/Province

· Country

· Zip/Postal Code
· Billing address

5. Press register 
	After 5: consumer must be registered.
	

	162
	RF.002


	1. Log in as unregistered buyer to private marketplace or PN
2. Access unregistered buyer registration page
3. Full fill: 

· billing address

· shipping address

· email address

4. Press register
	After 4: unregistered buyer must be registered
	

	163
	RF.022, RF.005c
	1. Access influence-tech.com website or any marketplace
2. Access supplier registration form
3. Full fill: 
· “Business Information” block:

· Business/Name (input box, pre-filled), 

· Web Site Address (input box)

· “Mailing Address” block: 

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

· “Shipping Address” block: 

· Same As mailing address (check box);

· Address/PO Box (input box), 

· City (input box), 

· State/Province (combo box), 

· Country (combo box), 

· Zip/Postal Code (input box)

·  “Administrator information” block: 

· First Name (input box), 

· Middle initial (input box), 

· Last Name(input box),

· Title (combo);

· Primary Telephone(input box), 

· Ext.(input box);

· Secondary Telephone (input box), 

· Ext (input box);

· Fax No (input box);

· Email Address (input box, pre-filled)

· Date Of Birth (3 input boxes for M/D/Y), 

· Last 4 digits of SSN (input box), 

· Industry Business type: 
· List of check boxes
· Select All Categories Supplied or Serviced::

· List of check boxes
4. Press Register
	After 4: Supplier must be registered
	

	164
	RF.005b
	5. Log in as MA

6. Make sure that system allow MA to run next reports: 

· Member counting reporting
· Account files

· Email Reports (Tailored for the users applicable to the marketplace)
· Sales Reports (for sales reports by supplier, and for the private networks of the suppliers they own)
	After 2: System allows these
	

	165
	RF.005b
	1. Log in as MA

2. Set purchaser limits on a per subcategory level for the marketplace (per purchaser, per calendar year)
3. Submit
	After 3: limits must be set
	

	166
	RF.005b
	1. Log in as MA

2. Select product categories from the list created by the ITI Administrator to display on the marketplace
3. Submit
4. See categories on the marketplace
	After 4: categories must be displayed
	

	167
	RF.002, RF.005b
	1. Log in as MA to private marketplace (buyers) 
2. Create Logins and passwords for this marketplace
	After 2: Logins and passwords must be created
	

	169
	RF.005c
	1. Log in as supplier
2. Run next reports: 

· Sales Reports

· Search particular orders

· Run report

· Member Report

3. See all reports
	After 2: reports must be run
After 3: All reports must be correct
	

	170
	RF.005c
	1. Make sure that application must allow the Supplier to set a list of domain names which constrain the domains of browsers that are allowed to access his catalogs from Private Network (the default is all domains)
2. Set domain

3. Make sure that catalog cannot be accessed through this domain

	After1 : system allows these
After 2: domain must be set

After 3: catalog cannot be accessed through this domain
	

	171
	RF.005c
	1. Log in as supplier to private network
2. Access member accounts page

3. Request the system to send login and password information to the member buyer
	After 2: system displays member accounts page
After 3: system send these information
	

	172
	RF.017a
	1. Log in as ITI administrator
2. Make sure that system allows to administer MAs, MBAs, Suppliers, all Buyers
3. Consecutively access all accounts lists

4. Execute next operations: 

· Sort accounts

· Modify accounts

· Add new accounts

· Activate and deactivate accounts (try to log in after deactivation)
5. Access search page
6. Execute search for all types of accounts
7. See result 
8. Execute search and sort for profiles list
9. Re-qualify any account


	After 2: system allows these
After 4: accounts must be sorted, modified, activated and deactivated. System allows to add new accounts. 

After 6: system executes search

After 7: Search result must be correct

After 8: system allows all operations for profiles 
	

	173
	RF.017b, RF.005b, RF.005c
	1. Log in as Marketplace administrator
2. Create a supplier
	After 2: supplier must be created
	

	174
	RF.017b, RF.005b
	Log in as Marketplace administrator

Approve and grant access to sell on that marketplace to supplier
	After 2: supplier must be approved and must be granted access to sell on that marketplace
	

	175 2
	RF.017b
	1. Log in as Marketplace administrator
2. Create Member buyer administrator for member account. Define all fields

3. Make sure that Member buyer administrator cannot access to marketplace without enabling. 
	After 2: Member buyer administrator must be created
After 3: Member buyer administrator cannot access to marketplace without enabling
	

	176
	RF.005b
	1. Log in as Marketplace administrator 

2. Enable Member buyer administrator account

3. Make sure that Member buyer administrator can access to marketplace
	After 2: Member buyer administrator must be enabled
After 3: Member buyer administrator can access to marketplace
	

	177
	RF.005b
	1. Log in as Marketplace administrator

2. Create member buyers
	After 2: Member buyers must be created
	

	178
	RF.017b, RF.001, RF.005b
	1. Log in as Marketplace administrator

2. Approve Member buyers
	After 2: Member buyers must be approved
	

	179
	RF.017c, RF.005c
	1. Log in as supplier to private network
2. Create member account+member buyer administrator and member buyers under that account for private network

3. Make sure that these member buyers cannot log in to system without member key
	After 2: member account and member buyers for private network must be created
After 3: private network member buyers cannot log in to system without member key
	

	180
	RF.003


	1. Make sure that supplier can select whether he wants his merchant account to be used, or whether he wants to be paid periodically by check for all orders placed against his catalog


	After 1: supplier can do these
	

	1081
	RNF.001


	1. Access application on the following platforms/browsers: 

· PC

· Firefox

· Internet Explorer 6+

· Netscape Navigator (6+)

· Mac 
· Firefox

· Safari (latest version)
2. Execute all function test-cases on the following platforms/browsers: 

· PC

· Firefox

· Internet Explorer 6+

· Netscape Navigator (6+)

· Mac 
· Firefox

· Safari (latest version)
	After 1: application must be accessed on all platforms/browsers
After 2: all function test-cases must be successfully completed 
	

	1082
	RNF.002, RNF.005


	1. Make sure that system was run on MS Windows Server 2000
2. Make sure that Internet Information Server 5.5 or later is used as the Web Server
	After 1: system must be run on MS Windows Server 2000
After 2 : Information Server 5.5 or later is used as the Web Server
	

	183
	RF.005b
	1. Log in as MA

2. Make sure that MA can view (read only) information on marketplace suppliers that they do not own as follows:

· Basic contact information

· List of categories that the supplier has indicated that he sells goods under

· All order for this supplier’s catalogs made from this marketplace


	After 2: MA can reads this information and Does not modify it
	

	184
	Change Request 001
	1. Log in as MA to Member Marketplace

2. Access create/edit text editor for a Welcome page

3. Enter text

4. Submit

5. Access Welcome page

6. Make sure that text was displayed
	After 6: text must be displayed
	

	185
	Change Request 001
	1. Log in as MA to Member Marketplace

2. Access create/edit the text editor for the Member Buyer Administrator page that allows the Member Buyer Administrator to control their Member Buyer’s accounts

3. Enter text

4. Submit

5. Access Member Buyer Administrator page that allows the Member Buyer Administrator to control their Member Buyer’s accounts

6. Make sure that text was displayed
	After 6: text must be displayed
	

	186
	Change Request 001
	1. Consecutively log in as MA to all types of marketplace

2. Access create/edit the text editor for the Marketplace Registration page

3. Enter text

4. Submit

5. Access Marketplace Registration page

6. Make sure that text was displayed
	After 6: text must be displayed
	

	187
	RF.005c
	1. Log in as ITI administrator

2. Create supplier
	After 2: supplier must be created
	

	188
	RF.005c
	1. Log in as supplier

2. Setup tax information
	After 2: tax must be setup
	

	189
	RF.005c
	1. Log in as supplier 

2. Grant access to member buyers (PN member buyers and marketplace to whish he belongs) to the catalogs using a member key account
	After 2: hookup key must be granted
	

	1091
	
	3. For all input pages execute next: 

· Try to submit page with empty fields

· Try to enter text into numerical fields

· Try to enter incorrect string to email fields


	After 1: If to try to submit page with empty fields system displays warning about mandatory fields.
If to try to enter text into numerical fields system displays warning about incorrect data. 
If to try to enter incorrect string to email fields system displays warning about incorrect data.
	

	1092
	
	1. For all pages execute next: 
· Access page

· Click all hyperlinks
· Make sure that system upload page
	After 1: system uploads all pages
	


2.4 Features Excluded from Testing

Below is a list of features that will NOT be tested. 
	Description of Excluded Item
	Reason Excluded

	RF.003
1.1 If the supplier wants his merchant account to be used, the system will charge the purchaser’s credit card, and place the funds in the Merchant’s account.

1.1.1. If the order comes through a Marketplace

· The system will then charge the credit card associated with the merchant’s account for the commission and processing fees, and will place the funds in the Marketplace Administrator’s account

1.1.2. If the Order comes through a private network

· The system will then charge the credit card associated with the merchant’s account for the commission and processing fees, and will place the funds in ITI’s account

2.1 If the supplier wants to be paid periodically by check for all orders placed against his catalog

1.1.1. The system will charge the purchaser’s credit card and
· If the order comes through a marketplace

· Will place the funds in the marketplace administrator’s account

· If the order comes through a private network

· Will place the funds in ITI’s account 

1.1.2. Periodically, the ITI administrator or the Marketplace administrator can run a report on the system that will list all of the transactions per supplier and will list the commissions, fees, and amounts that are due to the supplier and/or to ITI. ITI or the marketplace administrator will cut a check to the supplier.

2. The Credit card authorizations take place through the AVS system

3. The application will provide billing reports to ITI for Market place commission and feature use

4. The application will provide billing reports to ITI for Private Network commission feature use


	It will be tested by consumer

	RF.004
The Application must be integrated with external systems through current Web Services Interoperability Organization B2B specifications

1. The system must allow interaction with external systems, in particular, REI’s system (Snaplink) through three different standard documents

1.1 The application must have the ability for an ITI Administrator to select a catalog and related Unregistered account for which to create an XML Catalog message.

2.1 The catalog message will be placed in a directory within the application from which REI can download it

3.1 The REI system is event-based and sends an Availability Inquiry Request message upon checkout of each shopping cart on the REI application

4.1 The application must respond to the Availability Inquiry with an Availability Response, listing whether or not an item is available

5.1 Upon receipt of the Availability Response message, REI sends a Purchase Order (PO) document

6.1 The PO message sent by REI will have all of the information necessary to complete an ITI Order

7.1 The ITI Application must process the PO message as if the order had been placed directly on the ITI application system

8.1 The ITI Application must return a PO response to REI

9.1 The interactions take place through web services/SOAP.


	It will be tested by consumer. 

	RNF.003 Language

· The system will be coded with C# under MS .NET Technology Framework 1.1. This does not preclude the use of engines or components that are .NETcompliant but coded in another language. 


	It is responsibility of developers team

	RNF.006 Data

· The system will use the existing data (Priority: High)

· The existing data must be migrated to the new system

· The existing data allows for relationships that only exist today in the current application. The data will need to be cleansed before migrating to the new system, because of integral reference behind the new business rules.


	It is responsibility of developers team

	RNF.007 Standards

· The system will be re-engineered so that it will be designed and written with industry -standard Best Practices in use


	It is responsibility of developers team

	RNF.008 Documentation

· The system will be capable of producing on-demand external code-level documentation (e.g. NDoc)


	It is responsibility of developers team

	RNF.009 Architecture

· The system will have an architecture that will allow it to be extensible, modular and scalable with as much factoring and re-use as practicable


	It is responsibility of developers team

	RNF.010 Transaction Volume

· The system will support an aggregate transaction rate of 500,000 transactions per

· year


	It will be tested by consumer because it is related to payment process. In addition hardware requirement for server does not exist and Transaction Volume requirement cannot be tested. Peak load requirement does not exist too. 

	RNF.011 Interoperability

· The system will be using SOAP 1.1 and will be using the OASIS WS-Security spec for security/interoperability.


	It is responsibility of developers team


3. Testing Approach

The system test team will begin designing their detailed test plans and test cases, as the development team is designing and coding.  Build versions Iti-rearchitect will be used to perform tests. Test results will be published in issues folder.
The builds will be delivered to system test via Subversion drops coordinated by the development team.  The development team will be responsible for installing the partial new builds into the existing structure of the system test environment, and updating the client machines if necessary.  Build notes with all changes since the last drop and all files to be delivered will accompany each build drop.

Once the build is dropped by the development team, a series of scripts, called the Smoke Test, will be run to ensure that the shipment from development is in a state that is ready for testing.  The Smoke Test scripts will test the basic functionality of the system.  These scripts may be automated once they are successfully performed manually.  If an excessive number of Smoke Test items fail, the product will be shipped back to development and no testing will begin until the Smoke Test passes.

Developers will perform all smoke tests on local version of system before publishing in repository. Developer is not able to publish any codes to repository if some of smoke test items fail.

Testers carry out testing according to strategy. Testers set severity for each issue and Project manager/Team Leader uses these to prioritize bugs fixing. Each day additional drops will be delivered to regression test. At the end of development there is a release for which system testing is carried out. 
3.1 Test Deliverables

Below are the deliverables for each phase of the project. 

	Phase
	Deliverable
	Responsible

	Pre-baseline
	Project Initiation. Upon receipt of a functional specification, project initiation will be performed.  This includes finding a test lead for the project and setting up a project in Defect Tracker.
	Test Lead

	Pre-baseline
	Kick off meeting.  This is done to familiarize the project manager with the test methodology and test deliverables, set expectations, and identify next steps.
	Test Lead 

	Pre-baseline
	Functional Requirement Scrubbing.  Attend meetings to create functional specifications.  Offer suggestions if anything is not testable or poorly designed.
	Test Lead

	Pre-baseline
	Create Pre-baseline documents

Test Plan.  The Test Plan will break functionality into logical areas (most often specified in the functional specification).  Once completed, the Project Manager, Team Leader and User Project Manager will review it. Once reviewed and amended, it must be approved and signed by the Test Lead, Project Manager, and User Project Manager.

Create Testing Project Plan and Budget.  Before completing the project plan, the development project plan must be completed as to know what dates we are being asked to adhere to.  This also guides us in determining if the test estimates are reasonable.  The project plan will be detailed, relating back to the functional specification and Test Plan.
	Test Lead, Project Manager

	Post-baseline
	Create Test Cases.  Once the Detailed Test Plan has been created and reviewed by the test and development teams, test cases are created.  Test Cases are stored in Defect Tracker.  Each test case includes the steps necessary to perform the test, expected results and contains (or refers to) any data needed to perform the test and to verify it works.
	Tester, guided by the Test Lead

	Post-baseline
	Project and Test Plan Traceability.   Review the Test Plan to ensure all points of the Functional Specification are accounted for.  Likewise, ensure that the Test Cases have traceability with the Test Plan and Functional Spec.  Finally, that the Project Plan has traceability with the Test Plan.
	Test Lead

	Once testing begins
	Testing.  Once testing begins, there are prioritizing and assigning bugs.  This is conducted by the Test Lead and will include the Project Manager and Team Leader.  Once user testing begins, the User Project Manager will also attend. 
	Test Lead, Project Manager, Team Leader

	Bi-Weekly
	Update Project Plan and Budgeting.  Update the project plan with % complete for each task and enter notes regarding critical issues that arise.  Also determine if the test effort is on budget.
	Project Manager

	Weekly
	Weekly Status Report.  The Project Manager will specify who is to receive the weekly status report.  This report will identify the % complete of all tasks that should be due by that week, the tasks to be worked on in the next week, metrics indicating the testing statistics (once testing begins), budgeting information, and any issues or risks that need to be addressed. This information can be generated from Defect Tracker.
	Test Lead

	Before sending to UAT
	Release to UAT Report.  Once System Testing is done and the code is ready for User Acceptance Testing (UAT), the Test Lead will create a report that summarizes the activities and outlines any areas of risk. 
	Test Lead

	Project Completion
	Post Mortem Analysis.  This is done to analyze how well our testing process worked.
	Test Lead, Development Team, User Team


3.2 Bug tracking system
Test Lead will put new and reopened issues to <Project repository>/issues/new. Project manager and Team leader will assign new issues to project participants. Assigned tasks will be placed to <Project repository>/issues/assigned/<Person login>. 

Developers will put fixed issues to <Project repository>/issues/fixed. 
Test Lead will move resolved and closed issues to <Project repository>/issues/resolved.

4. Release Criteria

4.1 Test Case Pass/Fail Criteria

The feature will pass or fail depending upon the results of testing actions.  If the actual output from an action is equal to the expected output specified by a test case, then the action passes.  Should any action within a test case fail, the entire feature or sub-feature fails. The specific criteria for test case failure will be documented in test cases documents. 

If a test case fails, it is not assumed that the code is defective. A failure can only be interpreted as a difference between expected results, which is derived from project documentation, and actual results. There is always the possibility that expected results can be in error because of misinterpretation, incomplete, or inaccurate project documentation.

Pass criteria:

· All processes will execute with no unexpected errors

· All processes will finish update/execution in an acceptable amount of time based on benchmarks provided by the business analysts and documented by the development team

4.2 Severity Codes 

Severity Codes are used to help Project manager/Team Leader to prioritize developers’ work in the test phase. They are assigned by testers. The following standard Severity Codes to be used for identifying defects are: 

	Severity Code Number
	Severity Code Name
	Description

	1
	Critical
	Testing cannot proceed further within existing test cases (data corruption, crash, hang), there is not workaround.

	2
	High
	The test case can be completed, but application incorrect output when valid information is input or test case completes with critical error but there is workaround 

	3
	Medium
	The test case can be completed and application correct output when valid information is input, but application incorrect output when invalid information is input.

(e.g. no special characters are allowed as part of specifications but when a special character is a part of the test and the system allows a user to continue, this is a medium severity)

	4
	Low
	All test cases and passed as written, but there could be minor revisions, cosmetic changes, etc.  These defects do not impact functional execution of system


Number of dependences – amount of tests-cases, which performance depends on successful performance of it, divided into total of tests and multiplied on 100%4.3 Suspension Criteria for failed Smoke Test

The system test team may suspend partial or full-testing activities on a given build if any of the following occurs:

· Files are missing from the new build.

· The development team cannot install the new build or a component.

· The development team cannot configure the build or a component.

· There is a fault with a feature that prevents its testing.

· Item does not contain the specified change(s).

· An excessive amount of bugs that should have been caught during the component/unit test phase are found during more advanced phases of testing.

· A severe problem has occurred that does not allow testing to continue.

· A new version of the software is available to test.
 4.4 Resumption Requirements

The steps necessary to resume testing:

· Clean previous code from machines.

· Re-install the item.

· The problem encountered resulting in suspension is corrected.
Resumption of testing will begin when the following is delivered to the test team:

· A new build.

· A list of all bugs fixed in the new version.

· A list of all the changes to the modules in the new version.

4.5 Release to User Acceptance Test Criteria

The release criteria necessary to allow the code to migrate to User Acceptance Testing are as follows:

· There are no open bugs with a severity 1 or 2

· Test cases scheduled for both Integration and system test phases have passed.

· Successfully passes the final regression testing.

· There are no discrepancies between the master setup and the version used during the final regression testing.
4.6 Release to Production Criteria

The release criterion necessary to allow the code to migrate to Production is as follows:

· There are no open bugs with a severity 1 or 2

· Test cases scheduled for both Integration and system test phases have passed.

· Successfully passes the final regression testing.

· There are no discrepancies between the master setup and the version used during the final regression testing.
· The User Acceptance Test was successfully completed
· The User Acceptance Criteria was met.
5. Software and Hardware

5.1 Servers

	Machine Name
	Purpose
	Owner
	Hardware

	p-line
	Test Server
	Programmline
	2 x Intel Xeon 2,4-2,8 4Gb RAM  2 x 100Mbps(1000Mbps) network interface

	REI
	integration with external systems
	Recreation Equipment, Inc
	–


5.2 Server Configuration:


P-line: 

Platform

· MS Windows Server 2000 
Database

· MS SQLServer 2000 

WebServer

· Internet Information Server 5.5 or later 

Interoperability

· SOAP 1.1

5.3 Other Servers:

REI’s Snaplink system

 5.4 Clients: 
	Machine Name
	Machine Location
	Operating System
	Hardware

	PC
	***
	XP Professional SP2 English
	P4-3.0-3.1 1Gb RAM

	MAC
	***
	
	P4-3.0-3.1 1Gb RAM


5.5 Client Configuration:


PC: 

Browsers

· Firefox

· Internet Explorer 6+

· Netscape Navigator 6+

MAC: 

Browsers

· Firefox

· Safari (latest version)

6. Risks Assessment

	Risk ID
	Risk description

	1
	User interface will be developed with delay therefore tests - cases can be developed not qualitatively

	2
	Installation of test environment will demand a lot of time hence  terms of testing can move

	3
	It will not be possible to receive a tool for performance testing hence the application can contain issues

	4
	There will not be opportunity to carry out testing of integration with REI system therefore application can contain issues

	5
	Development can be done with delays therefore time assigned to testing will be reduced

	6
	Reduction of issues in system will go smaller rates than the it was supposed hence application will not be ready to the moment of commission


	7
	Presence of contradictions between specification and real requirements to system can bring to wrong planning of testing

	8
	Logic of system will be misunderstood therefore planning of testing will be executed not correctly

	9
	Time assigned to testing will not be enough hence application can contain issues

	10
	Test environment will break down therefore time assigned to testing will be reduced


